**AUDYT BEZPIECZEŃSTWA SIECI**

W wyniku audytu stwierdzono obecność zagrożenia (podatności) krytycznego wg opisu poniżej:

„*Zgodnie z samodzielnie zgłoszonym numerem wersji, instalacja Microsoft SQL Server na zdalnym hoście nie jest już obsługiwana.*

*Brak wsparcia oznacza, że sprzedawca nie wyda żadnych nowych poprawek bezpieczeństwa dla produktu. W rezultacie prawdopodobnie zawiera luki w zabezpieczeniach*.”

Oznacza to, że zainstalowana w Urzędzie wersja 2012 Standard oprogramowania Microsoft SQL Server nie jest już obsługiwana przez producenta i należy ją wymienić na wersję aktualną. Poniżej rekomendacja audytora:

„*Zalecamy aktualizację do aktualnie obsługiwanej wersji programu Microsoft SQL Server.*

*Zainstalowana wersja: 11.0.7001.0*

*Wersja poprawiona: ta wersja nie jest już obsługiwana.*”

Praktycznie wiąże się to z koniecznością zakupu nowej wersji oprogramowania Microsoft SQL Server oraz jej instalacji na posiadanym serwerze fizycznym Dell. Do tego należy zakupić licencje dostępowe do Microsoft SQL Server dla wszystkich stacji roboczych korzystających z baz na tym serwerze. Takich stacji roboczych jest u nas obecnie 15. Są to komputery korzystające z oprogramowania Radix, Płatnik, Bestia, WpfAsystent.