Załącznik nr ……

do umowy nr …………………………………

**INSTRUKCJA**

**BEZPIECZEŃSTWA PRZEMYSŁOWEGO**

**PROJEKT**

1. **Postanowienia ogólne:**
   1. Podstawą do opracowania „Instrukcji bezpieczeństwa przemysłowego”, zwanej dalej instrukcją jest art. 71 ust. 1 ustawy z dnia 5 sierpnia 2010 r.   
      o ochronie informacji niejawnych (Dz.U. 2024.632 tj.), zwanej dalej ustawą.
   2. Wykonanie umowy dotyczącej robót budowlanych w ramach zadania inwestycyjnego nt.: „Wykonanie robót budowlano-montażowych po uprzednim opracowaniu dokumentacji projektowo-kosztorysowej ….” – zadanie ……, wiąże się z dostępem do informacji niejawnych o klauzuli „POUFNE”.
   3. Niniejsza instrukcja bezpieczeństwa przemysłowego jest załącznikiem   
      do umowy i stanowi jej integralną część. Zgodnie z art. 54 ust. 1 ustawy Wykonawca umowy jest zobowiązany do ochrony tych informacji stosując się ściśle do zasad zawartych w niniejszej instrukcji.
   4. **Użyte w instrukcji określenia oznaczają:**
2. **Zamawiający** – Rejonowy Zarząd Infrastruktury w Olsztynie,   
   ul. Saperska 1, 10-073 Olsztyn,
3. **Wykonawca** – ………………………………………………………….

…………………………………………………………………………….

……………………………………………………………………………..

1. **Użytkownik** – ……………………………………………………………
2. **Przedmiot ochrony:**
   1. Przedmiotem podlegającym szczególnej ochronie przez Wykonawcę   
      są wszystkie informacje i materiały niejawne otrzymane, wytworzone   
      i przetworzone przez Wykonawcę związane z wykonywaniem umowy, bez względu na ich formę oraz sposób przetwarzania.
   2. W celu zapewnienia właściwej ochrony informacji niejawnych dotyczących przedmiotu umowy Wykonawca zobowiązany jest do przestrzegania wymagań zawartych w ustawie o ochronie informacji niejawnych, związanych z nią przepisach wykonawczych oraz przestrzegania treści niniejszej instrukcji.
   3. Przedmiotem ochrony objęte są również wszelkie inne informacje, materiały i dokumenty niejawne udostępnione przez Zamawiającego i Użytkownika   
      w ramach realizacji przedmiotu umowy, a w szczególności dane dotyczące:
3. miejsca i zakresu wykonywanych prac, systemu ochrony technicznej obiektu,
4. prowadzonych rozmów między stronami;
5. przeznaczenia budynków i urządzeń w obiektach Użytkownika, jak   
   i Zamawiającego,
6. informacji dotyczących użytkownika obiektu,
7. innych informacji związanych z bezpieczeństwem obiektu uzyskanych   
   w związku z realizacją umowy;
   1. W zakresie niezbędnym do realizacji przedmiotu umowy Wykonawcy mogą zostać udostępnione lub przekazane informacje niejawne do klauzuli „POUFNE” włącznie.
   2. Klauzule informacji i materiałów niejawnych przetwarzanych w związku   
      z realizacją umowy:
8. „POUFNE”dokumentacja do opracowania przez Wykonawcę.
9. Projekt techniczny branży teletechnicznej
10. „ZASTRZEŻONE”dokumentacja do opracowania przez Wykonawcę.
11. Projekt Zagospodarowania Terenu
12. Projekt techniczny branży teletechnicznej
13. **Wymagania ogólne.**
    1. W związku z dostępem do informacji i materiałów niejawnych oznaczonych klauzulą „POUFNE” oraz koniecznością przetwarzania ich w systemie teleinformatycznych Zamawiający wymaga aby Wykonawca posiadał:
14. świadectwo bezpieczeństwa przemysłowego pierwszego stopnia potwierdzające pełną zdolność Wykonawcy do ochrony informacji niejawnych oznaczonych klauzulą „POUFNE”;
15. Projektanta, kierownika budowy, osoby opracowujące część projektu budowalnego branży elektrycznej, teletechnicznej i telekomunikacyjnej, kierowników robót branży elektrycznej, teletechnicznej i telekomunikacyjnej oraz pracowników przewidzianych do realizacji instalacji teletechnicznych i systemów alarmowych, którzy muszą posiadać ważne poświadczenia bezpieczeństwa upoważniające do dostępu do informacji niejawnych o klauzuli, co najmniej „POUFNE” oraz aktualne zaświadczenia o odbyciu szkolenia w zakresie ochrony informacji niejawnych;
16. Geodetę, osoby opracowujące część projektu budowlanego branży architektonicznej, konstrukcyjnej, drogowej i sanitarnej oraz kierowników robót branży drogowej i sanitarnej, którzy muszą posiadać co najmniej ważne upoważnienia do dostępu do informacji niejawnych o klauzuli „ZASTRZEŻONE” oraz aktualne zaświadczenia o odbyciu szkolenia   
    w zakresie ochrony informacji niejawnych;
17. wymagane ustawą dokumenty dotyczące ochrony informacji niejawnych w swojej firmie.
    1. W przypadku, gdy zamówienie zostanie udzielone konsorcjum:
18. dostęp do informacji niejawnych będzie miał tylko ten członek konsorcjum, który spełnia ustawowe wymagania dotyczące ochrony informacji niejawnych;
19. część zadania związaną z dostępem do informacji niejawnych o klauzuli „POUFNE” wykona firma ……………………………………… Część zadania z dostępem do informacji niejawnych o klauzuli „ZASTRZEŻONE” wykona firma…………………………………………. [[1]](#footnote-1)
    1. Wykonawca w trakcie realizacji umowy wykona osobiście dla Zamawiającego w swoich systemach teleinformatycznych dokumentację niejawną we wszystkich branżach zgodnie ze specyfikacją ujętą w umowie.
    2. Warunkiem dopuszczenia do wykonywania zakresu prac w ramach   
       w/w umowy, jest posiadanie przez cały czas obowiązywania umowy przez Wykonawcę świadectwa bezpieczeństwa przemysłowego pierwszego stopnia o klauzuli nie niższej niż „POUFNE”, a osoby opracowujące dokumentację teletechniczną poświadczenie bezpieczeństwa osobowego   
       o klauzuli co najmniej „POUFNE”.
20. **Wymagania w zakresie zabezpieczenia miejsca przechowywania   
    i przetwarzania materiałów niejawnych związanych z przedmiotem umowy.**
    1. Materiały niejawne przekazane Wykonawcy należy udostępniać   
       i przechowywać w chronionych pomieszczeniach, które spełniają wymagania określone w ustawie z dnia 5 sierpnia 2010 r. o ochronie informacji niejawnych odpowiednio w rozporządzeniu Rady Ministrów   
       z dnia 7 grudnia 2011 r. w sprawie organizacji i funkcjonowania kancelarii tajnych oraz sposobu przetwarzania informacji niejawnych (Dz. U. z 2011 r. nr 276, poz. 1631) oraz zarządzeniu nr 58/MON Ministra Obrony Narodowej z dnia 11 grudnia 2017 r. w sprawie szczegółowego sposobu organizacji i funkcjonowania kancelarii tajnych oraz innych niż kancelaria tajna komórek organizacyjnych odpowiedzialnych z przetwarzanie informacji niejawnych, sposobu i trybu przetwarzania informacji niejawnych (Dz. Urz. MON z 2017 r. poz. 226 z późn. zm.), a także zarządzeniu nr 59/MON Ministra Obrony Narodowej z dnia 11 grudnia 2017 r. w sprawie doboru i stosowania środków bezpieczeństwa fizycznego do ochrony informacji niejawnych (Dz. Urz. MON z 2017 r. poz. 227 z późn. zm.), zgodnie z opracowaną oraz zatwierdzoną przez Kierownika Jednostki Organizacyjnej „Instrukcją sposobu i trybu przetwarzania informacji niejawnych o klauzuli „POUFNE”.
    2. W trakcie realizacji umowy wytwarzanie i przetwarzanie oraz dostęp   
       do informacji niejawnych przez Wykonawcę jest ograniczony do klauzuli „POUFNE” i realizowany na zasadach i warunkach kreślonych w ustawie.
    3. Udostępnienie otrzymanych i wytworzonych materiałów niejawnych osobom realizującym umowę może odbywać się w siedzibie Wykonawcy w pomieszczeniach przystosowanych do pracy na dokumentach niejawnych zorganizowanych w strefie ochronnej i posiadających stosowne do klauzuli zabezpieczenia fizyczne i elektroniczne   
       (adres wykonawcy, Świadectwo bezpieczeństwa przemysłowego pierwszego stopnia o klauzuli ……………………   
       nr ……………………… wydane dn. ………………. r.;).
    4. Wykonawca winien wykazać, iż dysponuje:
21. Pełnomocnikiem ds. ochrony informacji niejawnych, który musi posiadać zaświadczenia o odbyciu specjalistycznego szkolenia w zakresie ochrony informacji niejawnych wydane przez ABW lub SKW;
22. Pracownikiem pionu ochrony pełniącym funkcję inspektora bezpieczeństwa teleinformatycznego, który posiada zaświadczenia   
    o odbyciu szkolenia specjalistycznego w zakresie bezpieczeństwa teleinformatycznego wydane przez ABW lub SKW;
23. Osobą pełniącą funkcje administracyjne systemu teleinformatycznego, która posiada zaświadczenia o odbyciu szkolenia specjalistycznego   
    w zakresie bezpieczeństwa teleinformatycznego wydane przez ABW lub SKW;
24. Kancelarią lub pomieszczeniami umożliwiającymi prowadzenia prac   
    z niejawną dokumentacją zgodnie z opracowaną oraz zatwierdzoną przez Kierownika Jednostki Organizacyjnej „Instrukcją sposobu i trybu przetwarzani informacji niejawnych o klauzuli ZASTRZEŻONE”;
25. Kancelarią lub pomieszczeniami umożliwiającymi prowadzenia prac   
    z niejawną dokumentacją zgodnie opracowaną i zatwierdzoną przez Kierownika Jednostki Organizacyjnej „Instrukcją sposobu i trybu przetwarzani informacji niejawnych o klauzuli POUFNE” lub wyżej.
26. Własny\* akredytowany system teleinformatyczny do przetwarzania informacji niejawnych odznaczonych klauzulą POUFNE zgodnie   
    z warunkami określonymi w Rozporządzeniu Prezesa Rady Ministrów   
    z dnia 20 lipca 2011 r. w sprawie podstawowych wymagań bezpieczeństwa teleinformatycznego oraz rozdziału 8 ustawy z dnia   
    5 sierpnia 2010 r. o ochronie informacji niejawnych.

\* Zamawiający nie dopuszcza posługiwania się systemem akredytowanym należącym do podmiotu trzeciego na zasadach określonych w art. 118 UPZP.

1. **Wymagania w zakresie przetwarzania materiałów niejawnych związanych   
   z przedmiotem umowy.**
   1. Dostęp do informacji i materiałów podlegających ochronie mogą mieć wyłącznie osoby wyznaczone do realizacji tej umowy – wyszczególnione   
      w zakresie sporządzonym zgodnie z pkt 9 instrukcji, dostarczonym Zamawiającemu wraz z potwierdzonymi za zgodność z oryginałem kopiami poświadczeń bezpieczeństwa i zaświadczeń stwierdzających odbycie przez nie szkolenia w zakresie ochrony informacji niejawnych.  
      Wszelkie zmiany w wykazie wymagają każdorazowo pisemnej zgody Zamawiającego.
   2. Zabrania się wytwarzania dokumentów niejawnych w ramach realizowanej umowy poza systemem teleinformatycznym Wykonawcy.
   3. Wykonawcy zabrania się także powielania, kopiowania, wykonywania odpisów oraz niszczenia dokumentów niejawnych otrzymanych od Zamawiającego lub Użytkownika bez ich zgody.
   4. Zamawiający udostępni Wykonawcy niezbędne do realizacji umowy materiały w tym niejawne o klauzuli nie wyższej niż „POUFNE”, które mają być przechowywane u Wykonawcy z zachowaniem wymagań określonych   
      w ustawie. Wykonawca jest zobowiązany do przestrzegania wymogów dotyczących przyjmowania, przewożenia, wydawania i ochrony materiałów zawierających informacje niejawne przed nieuprawnionym ujawnieniem, utratą, uszkodzeniem lub zniszczeniem, określonych w rozporządzeniu Prezesa Rady Ministrów z dnia 7 grudnia 2011 r. w sprawie nadawania, przyjmowania, przewożenia, wydawania i ochrony materiałów zawierających informacje niejawne (Dz. U. z 2011 r. nr 271, poz. 1603).
   5. Dokumentacja będąca przedmiotem umowy oraz inne dokumenty opracowywane na użytek umowy mają być sporządzone zgodnie   
      z zasadami określonymi w rozporządzeniu Prezesa Rady Ministrów z dnia 22 grudnia 2011 r. w sprawie sposobu oznaczenia materiałów   
      i umieszczenia na nich klauzul tajności (Dz. U. z 2011 r. nr 288, poz. 1692).
   6. Zobowiązuje się Wykonawcę do pisemnego informowania Zamawiającego o konieczności wytworzenia dodatkowych dokumentów niejawnych na potrzeby umowy (dokumenty nie objęte umową, w tym dodatkowe kopie opracowywanej dokumentacji, notatki, brudnopisy, itp.). O nadaniu klauzuli wytworzonych dokumentom lub zamianie klauzuli nadanej uprzednio (dot. opracowywanej dokumentacji), zgodnie z art. 71 ust. 3 ustawy, będzie decydował przedstawiciel Zamawiającego wskazany w pkt. 7 niniejszej instrukcji.
   7. Dokumenty otrzymane od Zamawiającego, a także opracowaną przez siebie dokumentację techniczną będącą przedmiotem umowy Wykonawca jest zobowiązany przekazać Zamawiającemu (w terminie określonym   
      w umowie) – pod rygorem nierozliczenia umowy.
   8. Do czasu odesłania Zamawiającemu dokumentacji niejawnej powierzonej lub przez siebie opracowanej Wykonawca ma obowiązek jej przechowywania i ochrony zgodnie z zasadami określonymi w ustawie,   
      a także rozporządzeniu Rady Ministrów z dnia 29 maja 2012 r. w sprawie środków bezpieczeństwa fizycznego stosowanych do zabezpieczenia informacji niejawnych (Dz. U. 2012 r. poz. 683).
   9. Po całkowitym zakończeniu umowy, Wykonawca zobowiązany jest   
      do trwałego usunięcia z wykorzystywanych informatycznych nośników danych (IND) wszystkich informacji niejawnych związanych z wykonywaną umową za pisemnym oświadczeniem, którego jeden egzemplarz przekaże Zamawiającemu. O terminie zakończenia Zamawiający powiadomi Wykonawcę na piśmie.
2. **Wymagania w zakresie ochrony informacji niejawnych podczas realizacji umowy.**
   1. W przypadku konieczności wstępu na teren objęty pracami projektowymi Wykonawca jest zobowiązany do zapoznania się z regulaminem wewnętrznym obowiązującym na terenie Użytkownika i ściśle go przestrzegać. Dotyczy to w szczególności:
3. wcześniejszego uzgodnienia z pełnomocnikiem ochrony Użytkownika zasad uzyskiwania przepustek upoważniających do wejścia na teren kompleksu (obiektu), a po zakończeniu realizacji umowy ich rozliczenia;
4. przebywania pracowników Wykonawcy jedynie w miejscach wykonywania prac, dostęp do innych pomieszczeń obiektu, do których jest on konieczny do poprawnego wykonania przedmiotu umowy, każdorazowo musi być uzgodniony przez kierownika projektu z pełnomocnikiem ochrony lub innym przedstawicielem pionu ochrony Użytkownika;
5. uzyskania pozwolenia Użytkownika (administratora kompleksu) na:
6. wnoszenie na teren kompleksu (obiektu) sprzętu audiowizualnego oraz wszelkich urządzeń służących do rejestracji obrazu i dźwięku,
7. użytkowanie w miejscu wykonywania prac telefonu komórkowego.
   1. Materiały podlegające ochronie nie mogą być wykorzystywane do celów innych niż realizacja umowy, w tym reklamowych, handlowych,   
      a w szczególności jako materiały propagandowe, prezentowane w środkach masowego przekazu lub Internecie oraz w formie innej publikacji narażającej interes Zamawiającego lub Użytkownika obiektu.
   2. Wykonawcy zabrania się przekazywania informacji o charakterze niejawnym przez środki ogólnodostępnej telefonii stacjonarnej   
      i komórkowej.
   3. Wizyty delegacji krajowych i zagranicznych w pomieszczeniach Wykonawcy gdzie prowadzone są prace związane z realizacją umowy lub przechowywane informacje niejawne, nie mogą się odbywać bez zgody Zamawiającego. Wykonawca ma obowiązek powiadomić Zamawiającego

o planowanej wizycie, z co najmniej dwutygodniowym wyprzedzeniem.

1. **Wymagania w zakresie zabezpieczenia wiadomości i materiałów podczas realizacji umowy.**
   1. W wypadku naruszenia bezpieczeństwa przedmiotu podlegającego ochronie, pełnomocnik ochrony Wykonawcy niezwłocznie powiadomi o tym fakcie (zgodnie z art. 17 ust. 2) Służbę Kontrwywiadu Wojskowego, a także Zamawiającego i Użytkownika oraz dokona zabezpieczenia materiałów   
      i śladów działania lub zaniechania działania, które były związane ze zdarzeniem.
   2. W przypadku utraty zdolności Wykonawcy do ochrony informacji niejawnych w okresie realizacji umowy Zamawiający może odstąpić od realizacji dalszej części umowy. Odstąpienia traktuje się jako odstąpienie od umowy z przyczyn leżących po stronie Wykonawcy
   3. Nadzór, kontrolę i doradztwo w zakresie wykonywania przez wykonawcę obowiązku ochrony informacji niejawnych oraz przestrzegania zasad niniejszej instrukcji, prowadzi z ramienia Zamawiającego Pełnomocnik Szefa Rejonowego Zarządu Infrastruktury w Olsztynie ds. ochrony informacji niejawnych ………………………… tel. ………………………. lub inna osoba wyznaczona przez Zamawiającego po okazaniu pisemnego upoważnienia Szefa RZI.
   4. Kontrole stanu bezpieczeństwa przedmiotu ochrony może prowadzić Służba Kontrwywiadu Wojskowego na zasadach określonych w art. 65 ust. 1 ustawy oraz art. 10 ust. 1 ustawy z dnia 9 czerwca 2006 r. o Służbie Kontrwywiadu Wojskowego oraz Służbie Wywiadu Wojskowego (Dz. U.   
      z 2017 r. poz. 1978 z późn. zm.).
   5. Ze strony wykonawcy odpowiedzialnym za ochronę informacji niejawnych jest:

………………………………………………………………………………  
 (podać funkcję, imię i nazwisko, nr telefonu)

* 1. Bieżącą kontrolę przestrzegania zasad ochrony informacji niejawnych oraz wymogów zawartych w niniejszej instrukcji prowadzi ze strony Użytkownika – …………………………………………………………………………………..   
     tel. ………………………………..

1. **Odpowiedzialność Wykonawcy umowy z tytułu niewykonania lub nienależytego wykonania obowiązków wynikających z ustawy z dnia 5 sierpnia 2010 r. o ochronie informacji niejawnych, a także nieprzestrzegania wymagań określonych w instrukcji bezpieczeństwa przemysłowego.**
   1. Wykonawca zobowiązany jest do:
2. ścisłego przestrzegania postanowień przepisów ww. ustawy i wymagań określonych w niniejszej instrukcji pod rygorem zerwania umowy z winy Wykonawcy i odpowiedzialności karnej za ujawnienie informacji podlegających ochronie zarówno w trakcie wykonywania umowy jak i po jej zakończeniu;
3. niezwłocznego powiadomienia Zamawiającego o zmianach wymienionych w art. 70 ust. 2 ustawy.
   1. Wykonawca ponosi odpowiedzialność karną określoną w artykułach od 266 do 277 ustawy z dnia 6 czerwca 1997 r. Kodeks karny (Dz. U. z 2018 r., poz. 1600 z późn. zm.), dyscyplinarną oraz służbową z tytułu niewykonania lub nienależytego wykonania obowiązków wynikających z ustawy   
      o ochronie informacji niejawnych, a także nieprzestrzegania wymagań określonych w „Instrukcji bezpieczeństwa przemysłowego”.
   2. W przypadku ustalenia, że Wykonawca nie realizuje określonych   
      w „Instrukcji bezpieczeństwa przemysłowego” wymagań w zakresie ochrony informacji niejawnych – Zamawiającemu przysługuje prawo odstąpienia od umowy oraz dochodzenia odszkodowania z tytułu powstałej szkody na zasadach ogólnych, przy czym Wykonawca zobowiązany jest do protokolarnego przekazania Zamawiającemu wszystkich materiałów zawierających informacje niejawne związane z realizacją umowy.
   3. Wykonawca poprzez podpisanie niniejszej instrukcji potwierdza jej przyjęcie   
      i zobowiązuje się do jej bezwzględnego przestrzegania
4. **Wykaz osób realizujących przedmiot umowy:**

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| Lp. | Imię i nazwisko pracownika | Seria i numer dowodu tożsamości | Funkcja w trakcie realizacji umowy | Poświadczenia bezpieczeństwa | | Zaświadczenie stwierdzające odbycie szkolenia w zakresie ochrony informacji niejawnych | | Firma w której zatrudniony jest pracownik |
| Numer i data wydania | Klauzula tajności, organ wydający | Numer i data wydania | organ wydający |
| 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 |  |
| 1 |  |  |  |  |  |  |  |  |
| 2. |  |  |  |  |  |  |  |  |
| 3. |  |  |  |  |  |  |  |  |

**UWAGI:**

1. w przypadku konieczności wprowadzenia nowych osób do powyższego składu, Wykonawca zgłosi propozycję na piśmie Zamawiającemu, załączając niezbędne aktualne dokumenty zezwalające na dostęp   
   do informacji o klauzuli „POUFNE” na podstawie których Zamawiający   
   po rozpatrzeniu propozycji wyda w przypadku ich poprawności zezwolenie na pracę dla zgłoszonej osoby, przy czym zmiana ta nie stanowi zmiany warunków umowy;
2. dla osób, którym w trakcie realizacji umowy kończy się termin ważności poświadczenia bezpieczeństwa lub zaświadczenia stwierdzającego odbycie szkolenia z zakresu ochrony informacji niejawnych Wykonawca jest obowiązany niezwłoczne dostarczyć aktualne poświadczenie   
   i zaświadczenie w przeciwnym wypadku osoby te zostaną wyłączone ze składu zespołu wykonawcy.

**ZAMAWIAJĄCY**

…………………………………

**WYKONAWCA**

…………………………………

1. Zapis ma zastosowanie wyłącznie wówczas, gdy zamówienie zostanie udzielone konsorcjum i stanowi doprecyzowanie podziału zadań związanych z dostępem do informacji niejawnych. [↑](#footnote-ref-1)