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Lwówek Śląski 23.02.2024 roku

ZAPYTANIE OFERTOWE

NA DOSTAWĘ

Powiat Lwówecki zwraca się z prośbą o złożenie oferty w postępowaniu pn. **Przedłużenie licencji na oprogramowanie ESET PROTECT na 102 stanowisk przez okres 3 lat.**

dotyczy zamówienia o wartości szacunkowej poniżej równowartości 130 000,00 zł netto na podstawie art. 2 ust 1) pkt. 1 ustawy z dnia 11 września 2019 roku Prawo zamówień publicznych (Dz. U z 2023 r. poz. 1605 z późniejszymi zmianami). Prowadzonego na **podstawie Regulaminu Udzielania Zamówień Publicznych w Starostwie Powiatowym w Lwówku Śląskim.**

1. **Zamawiający**

Powiat Lwówecki

Ul. Szpitalna 4

59-600 Lwówek Śląski

NIP 616 14 10 172

<https://platformazakupowa.pl/pn/sp_lwowekslaski>

1. **Opis przedmiotu zamówienia**
	1. Zamówienie obejmuje dostawę przedłużenia licencji na pakiet oprogramowania bezpieczeństwa ESET PROTECT Entry

Licencja ma obejmować ochronę min 102 stanowisk przez okres 3 lat od dnia wystawienia zlecenia realizacji.

Oprogramowanie powinno posiadać następujące cechy:

**Administracja zdalna w chmurze**

1. Rozwiązanie musi być dostępne w chmurze producenta oprogramowania antywirusowego.
2. Rozwiązanie musi umożliwiać dostęp do konsoli centralnego zarządzania z poziomu interfejsu WWW.
3. Rozwiązanie musi być zabezpieczone za pośrednictwem protokołu SSL.
4. Rozwiązanie musi posiadać mechanizm wykrywający sklonowane maszyny na podstawie unikatowego identyfikatora sprzętowego stacji.
5. Rozwiązanie musi posiadać możliwość komunikacji agenta przy wykorzystaniu HTTP Proxy.
6. Rozwiązanie musi posiadać możliwość zarządzania urządzeniami mobilnymi - MDM.
7. Rozwiązanie musi posiadać możliwość wymuszenia dwufazowej autoryzacji podczas logowania do konsoli administracyjnej.
8. Rozwiązanie musi posiadać możliwość dodania zestawu uprawnień dla użytkowników w oparciu co najmniej o funkcje zarządzania: politykami, raportowaniem, zarządzaniem licencjami, zadaniami administracyjnymi. Każda z funkcji musi posiadać możliwość wyboru uprawnienia: odczyt, użyj, zapisz oraz brak.
9. Rozwiązanie musi posiadać minimum 80 szablonów raportów, przygotowanych przez producenta.
10. Rozwiązanie musi posiadać możliwość tworzenia grup statycznych i dynamicznych komputerów.
11. Grupy dynamiczne muszą być tworzone na podstawie szablonu określającego warunki, jakie musi spełnić klient, aby został umieszczony w danej grupie. Warunki muszą zawierać co najmniej: adresy sieciowe IP, aktywne zagrożenia, stan funkcjonowania/ochrony, wersja systemu operacyjnego, podzespoły komputera.
12. Rozwiązanie musi posiadać możliwość uruchomienia zadań automatycznie, przynajmniej z wyzwalaczem: wyrażenie CRON, codziennie, cotygodniowo, comiesięcznie, corocznie, po wystąpieniu nowego zdarzenia oraz umieszczeniu agenta w grupie dynamicznej.

**Ochrona stacji roboczych**

* 1. Rozwiązanie musi wspierać systemy operacyjne Windows (Windows 10/Windows 11).
	2. Rozwiązanie musi wspierać architekturę ARM64.
	3. Rozwiązanie musi zapewniać wykrywanie i usuwanie niebezpiecznych aplikacji typu adware, spyware, dialer, phishing, narzędzi hakerskich, backdoor.
	4. Rozwiązanie musi posiadać wbudowaną technologię do ochrony przed rootkitami oraz podłączeniem komputera do sieci botnet.
	5. Rozwiązanie musi zapewniać wykrywanie potencjalnie niepożądanych, niebezpiecznych oraz podejrzanych aplikacji.
	6. Rozwiązanie musi zapewniać skanowanie w czasie rzeczywistym otwieranych, zapisywanych i wykonywanych plików.
	7. Rozwiązanie musi zapewniać skanowanie całego dysku, wybranych katalogów lub pojedynczych plików "na żądanie" lub według harmonogramu.
	8. Rozwiązanie musi zapewniać skanowanie plików spakowanych i skompresowanych oraz dysków sieciowych i dysków przenośnych.
	9. Rozwiązanie musi posiadać opcję umieszczenia na liście wykluczeń ze skanowania wybranych plików, katalogów lub plików na podstawie rozszerzenia, nazwy, sumy kontrolnej (SHA1) oraz lokalizacji pliku.
	10. Rozwiązanie musi integrować się z Intel Threat Detection Technology.
	11. Rozwiązanie musi zapewniać skanowanie i oczyszczanie poczty przychodzącej POP3 i IMAP „w locie" (w czasie rzeczywistym), zanim zostanie dostarczona do klienta pocztowego, zainstalowanego na stacji roboczej (niezależnie od konkretnego klienta pocztowego).
	12. Rozwiązanie musi zapewniać skanowanie ruchu sieciowego wewnątrz szyfrowanych protokołów HTTPS, POP3S, IMAPS.
	13. Rozwiązanie musi posiadać wbudowane dwa niezależne moduły heurystyczne - jeden wykorzystujący pasywne metody heurystyczne i drugi wykorzystujący aktywne metody heurystyczne oraz elementy sztucznej inteligencji. Musi istnieć możliwość wyboru, z jaką heurystyka ma odbywać się skanowanie - z użyciem jednej lub obu metod jednocześnie.
	14. Rozwiązanie musi zapewniać blokowanie zewnętrznych nośników danych na stacji w tym przynajmniej: Pamięci masowych, optycznych pamięci masowych, pamięci masowych Firewire, urządzeń do tworzenia obrazów, drukarek USB, urządzeń Bluetooth, czytników kart inteligentnych, modemów, portów LPT/COM oraz urządzeń przenośnych.
	15. Rozwiązanie musi posiadać funkcję blokowania nośników wymiennych, bądź grup urządzeń ma umożliwiać użytkownikowi tworzenie reguł dla podłączanych urządzeń minimum w oparciu o typ, numer seryjny, dostawcę lub model urządzenia.
	16. Moduł HIPS musi posiadać możliwość pracy w jednym z pięciu trybów:
* tryb automatyczny z regułami, gdzie program automatycznie tworzy i wykorzystuje reguły wraz z możliwością wykorzystania reguł utworzonych przez użytkownika,
* tryb interaktywny, w którym to rozwiązanie pyta użytkownika o akcję w przypadku wykrycia aktywności w systemie,
* tryb oparty na regułach, gdzie zastosowanie mają jedynie reguły utworzone przez użytkownika,
* tryb uczenia się, w którym rozwiązanie uczy się aktywności systemu i użytkownika oraz tworzy odpowiednie reguły w czasie określonym przez użytkownika. Po wygaśnięciu tego czasu program musi samoczynnie przełączyć się w tryb pracy oparty na regułach,
* tryb inteligentny, w którym rozwiązanie będzie powiadamiało wyłącznie o szczególnie podejrzanych zdarzeniach.
	1. Rozwiązanie musi być wyposażone we wbudowaną funkcję, która wygeneruje pełny raport na temat stacji, na której zostało zainstalowane, w tym przynajmniej z: zainstalowanych aplikacji, usług systemowych, informacji o systemie operacyjnym i sprzęcie, aktywnych procesów i połączeń sieciowych, harmonogramu systemu operacyjnego, pliku hosts, sterowników.
	2. Funkcja, generująca taki log, ma posiadać przynajmniej 9 poziomów filtrowania wyników pod kątem tego, które z nich są podejrzane dla rozwiązania i mogą stanowić zagrożenie bezpieczeństwa.
	3. Rozwiązanie musi posiadać automatyczną, inkrementacyjną aktualizację silnika detekcji.
	4. Rozwiązanie musi posiadać tylko jeden proces uruchamiany w pamięci, z którego korzystają wszystkie funkcje systemu (antywirus, antyspyware, metody heurystyczne).
	5. Rozwiązanie musi posiadać funkcjonalność skanera UEFI, który chroni użytkownika poprzez wykrywanie i blokowanie zagrożeń, atakujących jeszcze przed uruchomieniem systemu operacyjnego.
	6. Rozwiązanie musi posiadać ochronę antyspamową dla programu pocztowego Microsoft Outlook.
	7. Zapora osobista rozwiązania musi pracować w jednym z czterech trybów:
* tryb automatyczny - rozwiązanie blokuje cały ruch przychodzący i zezwala tylko na połączenia wychodzące,
* tryb interaktywny - rozwiązanie pyta się o każde nowo nawiązywane połączenie,
* tryb oparty na regułach - rozwiązanie blokuje cały ruch przychodzący i wychodzący, zezwalając tylko na połączenia skonfigurowane przez administratora,
* tryb uczenia się - rozwiązanie automatycznie tworzy nowe reguły zezwalające na połączenia przychodzące i wychodzące. Administrator musi posiadać możliwość konfigurowania czasu działania trybu.
1. Rozwiązanie musi być wyposażona w moduł bezpiecznej przeglądarki.
2. Przeglądarka musi automatycznie szyfrować wszelkie dane wprowadzane przez Użytkownika.
3. Praca w bezpiecznej przeglądarce musi być wyróżniona poprzez odpowiedni kolor ramki przeglądarki oraz informację na ramce przeglądarki.
4. Rozwiązanie musi być wyposażone w zintegrowany moduł kontroli dostępu do stron internetowych.
5. Rozwiązanie musi posiadać możliwość filtrowania adresów URL w oparciu o co najmniej 140 kategorii i podkategorii.
6. Rozwiązanie musi zapewniać ochronę przed zagrożeniami 0-day.
7. W przypadku stacji roboczych rozwiązanie musi posiadać możliwość wstrzymania uruchamiania pobieranych plików za pośrednictwem przeglądarek internetowych, klientów poczty e-mail, z nośników wymiennych oraz wyodrębnionych z archiwum.

**Ochrona serwera**

1. Rozwiązanie musi wspierać systemy Microsoft Windows Server 2012 i nowszych oraz Linux w tym co najmniej: RedHat Enterprise Linux (RHEL) 7,8 i 9, CentOS 7, Ubuntu

Server 18.04 LTS i nowsze, Debian 10, Debian 11 i Debian 12, SUSE Linux Enterprise Server (SLES) 15, Oracle Linux 8 oraz Amazon Linux.

* 1. Rozwiązanie musi zapewniać ochronę przed wirusami, trojanami, robakami i innymi zagrożeniami.
	2. Rozwiązanie musi zapewniać wykrywanie i usuwanie niebezpiecznych aplikacji typu adware, spyware, dialer, phishing, narzędzi hakerskich, backdoor.
	3. Rozwiązanie musi zapewniać możliwość skanowania dysków sieciowych typu NAS.
	4. Rozwiązanie musi posiadać wbudowane dwa niezależne moduły heurystyczne - jeden wykorzystujący pasywne metody heurystyczne i drugi wykorzystujący aktywne metody heurystyczne oraz elementy sztucznej inteligencji. Rozwiązanie musi istnieć możliwość wyboru, z jaką heurystyka ma odbywać się skanowanie - z użyciem jednej lub obu metod jednocześnie.
	5. Rozwiązanie musi wspierać automatyczną, inkrementacyjną aktualizację silnika detekcji.
	6. Rozwiązanie musi posiadać możliwość wykluczania ze skanowania procesów.
	7. Rozwiązanie musi posiadać możliwość określenia typu podejrzanych plików, jakie będą przesyłane do producenta, w tym co najmniej pliki wykonywalne, archiwa, skrypty, dokumenty.

Dodatkowe wymagania dla ochrony serwerów Windows:

* 1. Rozwiązanie musi posiadać możliwość skanowania plików i folderów, znajdujących się w usłudze chmurowej OneDrive.
	2. Rozwiązanie musi posiadać system zapobiegania włamaniom działający na hoście (HIPS).
	3. Rozwiązanie musi wspierać skanowanie magazynu Hyper-V.
	4. Rozwiązanie musi posiadać funkcjonalność skanera UEFI, który chroni użytkownika poprzez wykrywanie i blokowanie zagrożeń, atakujących jeszcze przed uruchomieniem systemu operacyjnego.
	5. Rozwiązanie musi zapewniać administratorowi blokowanie zewnętrznych nośników danych na stacji w tym przynajmniej: Pamięci masowych, optycznych pamięci masowych, pamięci masowych Firewire, urządzeń do tworzenia obrazów, drukarek USB, urządzeń Bluetooth, czytników kart inteligentnych, modemów, portów LPT/COM oraz urządzeń przenośnych.
	6. Rozwiązanie musi automatyczne wykrywać usługi zainstalowane na serwerze i tworzyć dla nich odpowiednie wyjątki.
	7. Rozwiązanie musi posiadać wbudowany system IDS z detekcją prób ataków, anomalii w pracy sieci oraz wykrywaniem aktywności wirusów sieciowych.
	8. Rozwiązanie musi zapewniać możliwość dodawania wyjątków dla systemu IDS, co najmniej w oparciu o występujący alert, kierunek, aplikacje, czynność oraz adres IP.
	9. Rozwiązanie musi posiadać ochronę przed oprogramowaniem wymuszającym okup za pomocą dedykowanego modułu.

Dodatkowe wymagania dla ochrony serwerów Linux:

* 1. Rozwiązanie musi pozwalać, na uruchomienie lokalnej konsoli administracyjnej, działającej z poziomu przeglądarki internetowej.
	2. Lokalna konsola administracyjna nie może wymagać do swojej pracy, uruchomienia i instalacji dodatkowego rozwiązania w postaci usługi serwera Web.
	3. Rozwiązanie, do celów skanowania plików na macierzach NAS / SAN, musi w pełni wspierać rozwiązanie Dell EMC Isilon.
	4. Rozwiązanie musi działać w architekturze bazującej na technologii mikro-serwisów. Funkcjonalność ta musi zapewniać podwyższony poziom stabilności, w przypadku awarii jednego z komponentów rozwiązania, nie spowoduje to przerwania pracy całego procesu, a jedynie wymusi restart zawieszonego mikro-serwisu.

**Ochrona urządzeń mobilnych opartych o system Android**

* + 1. Rozwiązanie musi zapewniać skanowanie wszystkich typów plików, zarówno w pamięci wewnętrznej, jak i na karcie SD, bez względu na ich rozszerzenie.
		2. Rozwiązanie musi zapewniać co najmniej 2 poziomy skanowania: inteligentne i dokładne.
		3. Rozwiązanie musi zapewniać automatyczne uruchamianie skanowania, gdy urządzenie jest w trybie bezczynności (w pełni naładowane i podłączone do ładowarki).
		4. Rozwiązanie musi posiadać możliwość skonfigurowania zaufanej karty SIM.
		5. Rozwiązanie musi zapewniać wysłanie na urządzenie komendy z konsoli centralnego zarządzania, która umożliwi:
			1. usunięcie zawartości urządzenia,
			2. przywrócenie urządzenie do ustawień fabrycznych,
			3. zablokowania urządzenia,
			4. uruchomienie sygnału dźwiękowego,
			5. lokalizację GPS.
		6. Rozwiązanie musi zapewniać administratorowi podejrzenie listy zainstalowanych aplikacji.
		7. Rozwiązanie musi posiadać blokowanie aplikacji w oparciu o:
			1. nazwę aplikacji,
			2. nazwę pakietu,
			3. kategorię sklepu Google Play,
			4. uprawnienia aplikacji,
			5. pochodzenie aplikacji z nieznanego źródła.
	1. Miejsce dostawy:

Drogą elektroniczną na adres mailowy informatyk@powiatlwowecki.pl

1. **Warunki udziału w postępowaniu**
	1. O udział w postępowaniu mogą ubiegać się wykonawcy, którzy spełniają następujące kryteria:
		1. O zamówienie mogą ubiegać się wszyscy wykonawcy nie podlegający wykluczeniu na podstawie art. 7 ust 1 ustawy o szczególnych o rozwiązaniach w zakresie przeciwdziałania wspieraniu agresji na Ukrainę oraz służące ochronie bezpieczeństwa narodowego. (Dz. U. 2022, poz. 835) roku, wykluczy z udziału w postępowaniu następujących wykonawców:
			1. wykonawcę oraz uczestnika konkursu wymienionego w wykazach określonych w rozporządzeniu 765/2006 i rozporządzeniu 269/2014 albo wpisanego na listę na podstawie decyzji w sprawie wpisu na listę rozstrzygającej o zastosowaniu środka, o którym mowa w art. 1 pkt 3;
			2. wykonawcę oraz uczestnika konkursu, którego beneficjentem rzeczywistym w rozumieniu ustawy z dnia 1 marca 2018 r. o przeciwdziałaniu praniu pieniędzy oraz finansowaniu terroryzmu (Dz. U. z 2022 r. poz. 593 i 655) jest osoba wymieniona w wykazach określonych w rozporządzeniu 765/2006 i rozporządzeniu 269/2014 albo wpisana na listę lub będąca takim beneficjentem rzeczywistym od dnia 24 lutego 2022 r., o ile została wpisana na listę na podstawie decyzji w sprawie wpisu na listę rozstrzygającej o zastosowaniu środka, o którym mowa w art. 1 pkt 3;
			3. wykonawcę oraz uczestnika konkursu, którego jednostką dominującą w rozumieniu art. 3 ust. 1 pkt 37 ustawy z dnia 29 września 1994 r. o rachunkowości (Dz. U. z 2021 r. poz. 217, 2105 i 2106) jest podmiot wymieniony w wykazach określonych w rozporządzeniu 765/2006 i rozporządzeniu 269/2014 albo wpisany na listę lub będący taką jednostką dominującą od dnia 24 lutego 2022 r., o ile został wpisany na listę na podstawie decyzji w sprawie wpisu na listę rozstrzygającej o zastosowaniu środka, o którym mowa w art. 1 pkt 3.
	2. Wykonawca ma obowiązek zapoznania się w sposób bardzo szczegółowy z opisem przedmiotu zamówienia.
	3. Wykonawca ma obowiązek wyjaśnić z Zamawiającym wszystkie wątpliwości w stosunku do przedmiotu zamówienia, przed złożeniem ofert. Po złożeniu oferty, Zamawiający będzie uważał, że Wykonawca nie ma wątpliwości i uwag w stosunku do zakresu ujętego w zapytaniu.
	4. Wykonawca ponosi wszelkie koszty związane z realizacją przedmiotu zamówienia w tym koszt dostawy oraz wszystkie koszty związane z przygotowaniem oferty.
2. **Informacje o Podziale na części postępowania**
	1. Postępowanie nie jest podzielone na części.

Zamawiający nie dopuszcza możliwości składania ofert częściowych.

1. **Termin Realizacji zamówienia**
	1. Realizacja zamówienia

Okres obowiązywania licencji **od wystawienia zlecenia realizacji przez okres 3 lat.**

1. **Sposób obliczania ceny**
	1. Do wyceny należy przyjąć łączną wartość przedmiotu dostawy, wraz z kosztami dostawy.
	2. Ceną oferty jest cena w rozumieniu przepisów art. 3 ust. 1 pkt 1 i ust. 2 ustawy z dnia 9 maja 2014 r. o informowaniu o cenach towarów i usług (Dz.U.2019.178 t.j.) - jest to wartość wyrażona w jednostkach pieniężnych, którą Zamawiający (kupujący) jest obowiązany zapłacić Wykonawcy (przedsiębiorcy) za towar lub usługę. W cenie uwzględnia się podatek od towarów i usług oraz podatek akcyzowy, jeżeli na podstawie odrębnych przepisów sprzedaż towaru (usługi) podlega obciążeniu podatkiem od towarów i usług lub podatkiem akcyzowym. Przez cenę rozumie się również stawkę taryfową.
	3. Wykonawca obliczając cenę oferty winien uwzględnić wszelkie koszty jakie musi ponieść w celu wykonania zamówienia w tym wszelkie cła, podatki i inne należności płatne przez wykonawcę, według stanu prawnego na dzień składania oferty.
	4. Cenę oferty należy podać w złotych polskich z podatkiem od towarów i usług VAT.
	5. Obliczenie końcowej ceny ofertowej należy dokonać z dokładnością do 1 grosza (2 miejsca po przecinku). Kwotę oferty należy podać cyfrowo oraz słownie.
	6. Cena oferty jest ceną ryczałtową.
	7. Jeżeli złożona oferta powodować będzie powstanie obowiązku podatkowego Zamawiającego zgodnie z przepisami o podatku od towarów i usług w zakresie dotyczącym wewnątrzwspólnotowego nabycia towarów, Zamawiający w celu oceny takiej oferty doliczy do oferowanej ceny podatek od towarów i usług, który miałby obowiązek zapłacić zgodnie z obowiązującymi przepisami. W takim przypadku Wykonawca składając ofertę jest zobligowany poinformować Zamawiającego, że wybór jego oferty będzie prowadzić do powstania u Zamawiającego obowiązku podatkowego, wskazując nazwę (rodzaj) towaru, którego dostawa będzie prowadzić do jego powstania oraz wskazując ich wartość bez kwoty podatku.
	8. W przypadku, gdy oferta zostanie złożona przez osobę, która nie prowadzi działalności gospodarczej, Zamawiający dokona przeliczenia ceny takiej oferty poprzez doliczenie do jej wartości zobowiązań cywilnoprawnych (składki ZUS) jakie będzie musiał oprowadzić.
2. **Kryteria oceny ofert i ich znaczenie:**
	1. Przy wyborze oferty Zamawiający będzie kierował się następującymi kryteriami i ich znaczeniem: nazwa waga (znaczenie) pkt
		1. cena 100,0 pkt

W kryterium „cena” (Kc) punkty będą przyznawane w następujący sposób zgodnie z formułą

Cmin

KCn= ---------- x 100 pkt

Cn

gdzie:

KCn – ilość punktów przyznana danej ofercie w kryterium „Cena” (n – numer oferty);

Cmin – cena (brutto) oferty najniższej;

Cn – cena (brutto) oferty ocenianej (n – numer oferty)

oferty będą oceniane w odniesieniu do najkorzystniejszych warunków przedstawionych przez wykonawców w zakresie powyższych kryteriów;

UWAGA! Wszystkie kwoty wskazane w formularzu oferty należy podać w zaokrągleniu do pełnych groszy (do dwóch miejsc po przecinku) zgodnie z zasadą, że końcówki poniżej 0,5 grosza pomija się, a końcówki 0,5 grosza i wyższe zaokrągla się do 1 grosza.

* 1. Oferty będą oceniane w odniesieniu do najkorzystniejszych warunków przedstawionych przez Wykonawców w zakresie powyższego kryterium.
	2. Oferta spełniająca w najwyższym stopniu wyżej wymienione kryterium otrzyma maksymalną liczbę punktów. Maksymalna liczba punktów, jaką może otrzymać oferta to 100 pkt.
	3. Za ofertę najkorzystniejszą uznana zostanie oferta, która w sumie uzyska najwyższą liczbę punktów.
	4. Zamawiający udzieli zamówienia Wykonawcy, którego oferta jest zgodna z treścią ogłoszenia i została oceniona jako najkorzystniejsza w oparciu o podane powyżej kryteria wyboru.
1. **Zasady wyjaśniania treści ogłoszenia:**
	1. Treść zapytań wraz z wyjaśnieniami Zamawiający zamieści niezwłocznie na stronie internetowej, na której publikowane jest ogłoszenie o postępowaniu, chyba że zapytanie wpłynie do Zamawiającego na mniej niż 3 dni przed terminem składania ofert.
2. **Termin, miejsce i forma składania ofert oraz termin otwarcia ofert:**
	1. Termin złożenia oferty: **29.02.2024 r., godz. 11:00**.
	2. Miejsce złożenia oferty: https://platformazakupowa.pl/pn/sp\_lwowekslaski
	3. Forma składania ofert: Oferty należy składać w wersji elektronicznej za pośrednictwem dedykowanej platformy poprzez wypełnienie poszczególnych pól formularza oferty.
	4. Do oferty należy dołączyć:
		1. Formularz oferty wg wzoru stanowiącego **Załącznik nr 1 do Zapytania Ofertowego**
		2. karty katalogowe oferowanych produktów,
	5. Otwarcie ofert nastąpi w dniu **29.02.2024 o godzinie 11:10** w siedzibie zamawiającego a informacja zostanie opublikowana na stronie internetowej https://platformazakupowa.pl/pn/sp\_lwowekslaski.
3. **Zmiana lub odwołanie warunków postępowania:**
	1. Przed upływem terminu składania ofert Zamawiający może zmienić lub odwołać warunki postępowania. Zamawiający zastrzega sobie prawo odwołania postępowania bez podania przyczyny. Informację o dokonanej zmianie lub odwołaniu Zamawiający zamieści na stronie internetowej, na której publikowane jest ogłoszenie o postępowaniu.
	2. Warunki zamknięcia postępowania bez dokonania wyboru:
		1. Zamawiający zamknie postępowanie bez dokonania wyboru, jeżeli:
			1. nie wpłynie żadna oferta lub żadna z ofert nie spełni warunków postępowania,
			2. cena najkorzystniejszej oferty przekroczy kwotę, jaką Zamawiający może przeznaczyć na sfinansowanie zamówienia,
			3. wystąpi zmiana okoliczności powodująca, że realizacja zamówienia jest niecelowa,
			4. postępowanie obarczone będzie wadą uniemożliwiającą zawarcie ważnej umowy.
		2. Zamawiający zastrzega sobie prawo unieważnienia postępowania bez podania przyczyny.
	3. Warunki odwołania postępowania:
		1. Zamawiający zastrzega sobie prawo odwołania postępowania bez podania przyczyny. Informację o odwołaniu postępowania Zamawiający zamieści na stronie internetowej, na której publikowane jest ogłoszenie o postępowaniu.
	4. Sytuacje, w których oferty nie będą podlegały ocenie:
		1. Oferty nie będą podlegały ocenie w przypadku, gdy:
			1. zostaną złożone po upływie terminu składania ofert,
			2. treść oferty nie będzie odpowiadała treści ogłoszenia,
			3. Wykonawca nie uzupełni dokumentów w wyznaczonym terminie,
			4. będą zawierały błędy w obliczeniu ceny, których nie będzie można uznać za oczywistą omyłkę rachunkową.
4. **Wybór oferty:**
	1. w przypadku, jeżeli Wykonawca, którego oferta zostanie wybrana nie podpisze umowy w terminie wyznaczonym przez Zamawiającego, Zamawiający będzie uprawniony do wyboru oferty najkorzystniejszej spośród pozostałych ofert lub zamknięcia postępowania bez dokonania wyboru oferty,
	2. jeżeli nie będzie można wybrać oferty najkorzystniejszej z uwagi na to, że dwie lub więcej ofert przedstawią taki sam bilans ceny i innych kryteriów oceny ofert, Zamawiający spośród tych ofert wybierze ofertę z niższą ceną,
	3. jeżeli w postępowaniu, w którym jedynym kryterium oceny ofert będzie cena, nie będzie można dokonać wyboru oferty najkorzystniejszej ze względu na to, że zostały złożone oferty o takiej samej cenie, Zamawiający wezwie Wykonawców, którzy złożyli te oferty, do złożenia w terminie określonym przez Zamawiającego ofert dodatkowych. Oferty dodatkowe, nie będą mogły przedstawiać cen wyższych niż zaproponowane w złożonych ofertach.
5. **Warunki udzielenia zamówienia**
	1. Zamawiający udzieli zamówienia wykonawcy na podstawie zlecenia przesłanego drogą elektroniczną.
	2. Warunki realizacji zamówienia
		1. Dostawa licencji w wersji elektronicznej na adres poczty elektronicznej informatyk@powiatlwowecki.pl
6. **Warunki płatności**
	1. Przelewem na rachunek wskazany przez wykonawcę na fakturze w terminie **14 dni** od daty otrzymania faktury VAT po zrealizowaniu zamówienia.
	2. Dane do faktury

Powiat Lwówecki

ul. Szpitalna 4

59-600 Lwówek Śląski

NIP 616 14 10 172

1. **Osoby upoważnione do kontaktów:**
	1. Osobom uprawnioną do kontaktu z Wykonawcami jest: Michał Mruk – Specjalista ds. Zamówień Publicznych, dostępny w poniedziałek w godz. 8:00 – 16:00 i od wtorku do piątku 7:30 – 15:30 mail m.mruk@powiatlwowecki.pl
2. **Informacja dotycząca RODO**
	1. Zgodnie z art. 13 ust. 1 i 2 rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (dalej RODO):
		1. Administratorem Pani/Pana danych osobowych jest Starosta Lwówecki, którego siedziba znajduje się w Lwówku Śląskim przy ul. Szpitalnej 4.
		2. Administrator danych wyznaczył Inspektora Ochrony Danych, z którym można kontaktować się listownie na adres Administratora, tel.75 7823650 lub e-mail rodo@powiatlwowecki.pl
		3. Administrator będzie przetwarzać Pani/Pana dane na podstawie art. 6 ust. 1 lit. b i c RODO w celu związanym z postępowaniem o udzielenie zamówienia publicznego.
		4. Odbiorcami Pani/Pana danych osobowych będą podmioty upoważnione na podstawie przepisów prawa, Instytucja Zarządzająca oraz Beneficjent wiodący Projektu Powiat Lwówecki. Ponadto mogą być one ujawniane podmiotom, z którymi Administrator zawarł umowy na świadczenie usług serwisowych dla systemów informatycznych wykorzystywanych przy ich przetwarzaniu oraz świadczenia usługi serwera mailowego.
		5. Posiada Pani/Pan następujące prawa:
			1. prawo dostępu do treści swoich danych – art. 15 RODO;
			2. prawo do sprostowania danych – art. 16 RODO;
			3. prawo do usunięcia danych – art. 17 RODO;
			4. prawo do ograniczenia przetwarzania – art. 18 RODO;
			5. prawo do przenoszeni danych – art. 20 RODO;
			6. prawo do sprzeciwu – art. 21 RODO.
		6. Ograniczenia do korzystania z praw w związku z prowadzonym postępowaniem określone w ustawie Prawo zamówień publicznych:
		7. Posiada Pani/Pan ma prawo wniesienia skargi do Prezesa Urzędu Ochrony Danych Osobowych Adres: Stawki 2, 00-193 Warszawa; Telefon: 22 531 03 00
		8. Pani/Pana dane, nie będą przetwarzane w sposób zautomatyzowany w tym również w formie profilowania.
		9. Podanie danych osobowych w zakresie wymaganym prawem jest obligatoryjne. Konsekwencją nie podania tych danych będzie brak możliwości realizacji wniosku, udziału w przetargu lub zawarcia umowy. W pozostałych przypadkach podanie danych jest dobrowolne a zgoda na ich przetwarzania może zostać cofnięta w dowolnym momencie bez wpływu na zgodność z prawem przetwarzania, którego dokonano na podstawie zgody sprzed jej cofnięcia.
		10. Pani/Pana dane osobowe pozyskane w związku z prowadzeniem przedmiotowego postępowania o udzielenie zamówienia będą przechowywane, zgodnie z art. 78 ust. 1 ustawy Pzp, przez okres 4 lat od dnia zakończenia postępowania o udzielenie zamówienia, a jeżeli czas trwania umowy przekracza 4 lata, okres przechowywania obejmuje cały czas trwania umowy. W przypadku zawarcia umowy w sprawie zamówienia publicznego, dane osobowe będą przetwarzane do upływu okresu przedawnienia roszczeń wynikających z umowy w sprawie zamówienia publicznego.

Zatwierdzam:

Starosta Lwówecki

Daniel Koko

/-/

Załącznik nr 1 do Zapytania Ofertowego

PI.272. 6 .2024

**FORMULARZ OFERT**

Składając ofertę dla **Przedłużenie licencji na oprogramowanie ESET PROTECT na 102 stanowisk przez okres 3 lat.**

|  |
| --- |
| Nazwa Wykonawcy\* |
|  |
| adres w tym województwo\* |
|  |
| NIP, REGON, KRS\* |
|  |
| nr tel., adres e-mail \* |
|  |
| \*w przypadku składania oferty przez podmioty występujące wspólnie podać nazwy (firmy) i dokładne adresy wszystkich podmiotów składających wspólną ofertę |
| OŚWIADCZAMY, że pełnomocnikiem Wykonawcy dla potrzeb niniejszego postępowania jest(wypełniają jedynie Wykonawcy składający ofertę wspólną): |
|  |
| Na osobę upoważnioną do kontaktów wyznaczamy:(imię i nazwisko, e-mail, tel.) |
|  |
| Wykonawca jest mikro/małym/średnim przedsiębiorcą/nie dotyczy\*\* (właściwe zaznaczyć) |

1. **SKŁADAMY OFERTĘ** na wykonanie przedmiotu zamówienia **zgodnie z ogłoszeniem o zamówieniu i oświadczamy, że wykonamy go na warunkach określonych w ofercie oraz ogłoszeniu o zamówieniu.**
2. **PRZYJMUJEMY** termin realizacji zamówienia określony w ogłoszeniu o zamówieniu.
3. **PRZYJMUJEMY** terminy płatności określone w Zapytaniu Ofertowym.
4. **OFERUJEMY** wykonanie zamówienia określonego w Zapytaniu Ofertowym za wynagrodzenie całkowite:

**OGÓŁEM cena brutto mojej oferty** za realizację niniejszego zamówienia - **wynikająca z sumy cen wskazanych elementów dostawy** wchodzących w zakres zamówienia – **wynosi**: ……………………………. **PLN brutto** (słownie………………………..…………………………………………………….....) łącznie z należnym podatkiem ………… % VAT **w tym:**

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Lp. | Nazwa elementu dostawy | Ilość | Cena jednostkowa | Wartość oferty | Uwagi/nazwa oferowanego sprzętu |
| 1 | Pakiet licencji zabezpieczeń ESET  |  102 stanowisk |  |  |  |

Okres obowiązywania licencji 3 lat od przesłania zlecenia.

1. Oświadczam/y, że zapoznaliśmy się z opisem przedmiotu zamówienia i nie wnosimy do niego zastrzeżeń oraz zdobyłem informacje niezbędne do właściwego wykonania zamówienia.
2. Oświadczam/y, że warunki umowy akceptuję i zobowiązuję się w przypadku przyjęcia mojej oferty do zawarcia umowy na w/w warunkach.
3. Oświadczam/y, iż wszystkie informacje zamieszczone w ofercie są aktualne i prawdziwe.
4. Oświadczamy, że jesteśmy płatnikami podatku VAT i znajdujemy się w **Wykazie podmiotów zarejestrowanych jako podatnicy VAT, niezarejestrowanych oraz wykreślonych i przywróconych do rejestru VAT.**

Informujemy, że wybór oferty **nie prowadzi / prowadzi (niewłaściwe usunąć)** do powstania u Zamawiającego obowiązku podatkowego zgodnie z przepisami o podatku od towarów i usług.

W przypadku, gdy wybór oferty prowadzi do powstania obowiązku podatkowego, należy wskazać: nazwę (rodzaj) towaru lub usługi, których dostawa lub świadczenie będzie prowadzić do jego powstania:

|  |
| --- |
|  |

Wartość bez kwoty podatku (zł)

|  |
| --- |
|  |

Stawkę podatku od towarów i usług, zgodnie z wiedzą wykonawcy (%)

|  |
| --- |
|  |

1. Oświadczam, że zapoznałem się klauzulą o przetwarzaniu danych osobowych (RODO) znajdującą się w SWZ rozdz. III.
2. Oświadczam, że nie podlegam wykluczeniu ze względu na na podstawie art. 7 ust 1 ustawy o szczególnych o rozwiązaniach w zakresie przeciwdziałania wspieraniu agresji na Ukrainę oraz służące ochronie bezpieczeństwa narodowego. (Dz. U. 2022, poz. 835)
3. Wraz z ofertą składam/y:
* …………………………………………….,
* …………………………………………….,

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*(podpis Wykonawcy)*