**Załącznik nr 2 do umowy GUM2024UP0608 – Umowa powierzenia przetwarzania**

Umowa powierzenia przetwarzania danych osobowych

zawarta dnia ……………………………. pomiędzy:

(zwana dalej „Umową”)

**Gdańskim Uniwersytetem Medycznym** z siedzibą w Gdańsku (80-210) przy ul. M. Skłodowskiej-Curie 3a, NIP: 584-09-55-985, REGON: 000288627, BDO: 000046822, zwanym w dalszej części umowy „Administratorem danych” lub „Administratorem”, reprezentowanym przez:

1. p.o. Kanclerza – prof. dr hab. Jacka Bigdę  
   przy kontrasygnacie Zastępcy Kanclerza ds. Finansowych – Kwestora
2. mgr Zbigniewa Tymoszyka

oraz:

**……………………….……………** z siedzibą w ………………. (…………..) przy ul. …………………….., NIP: ……..……….., REGON: ……..………., zwanym w dalszej części umowy „Podmiotem przetwarzającym”, reprezentowanym przez:

1. ……………………………….
2. ……………………………….

**§1 Powierzenie przetwarzania danych osobowych**

1. W celu wykonania umowy głównej, której przedmiotem jest świadczenie usługi opieki autorskiej i eksploatacyjnej posiadanego oprogramowania Teta ME oraz Teta EDU wraz z dostarczaniem nowych jego wersji wytworzonych przez Podmiot przetwarzający oraz świadczenie prac rozwojowych zamówionych w ramach prawa opcji Administrator powierza Podmiotowi przetwarzającemu w trybie art. 28 Rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych) (Dz. Urz. UE L 119 z 04.05.2016, str. 1, Dz. Urz. UE L 127 z 23.05.2018, str. 2 oraz Dz. Urz. UE L 74 z 4.03.2021, str. 35) zwanego dalej RODO, przetwarzanie danych osobowych znajdujących się w systemie teleinformatycznym Administratora, a Podmiot przetwarzający zobowiązuje się do przetwarzania powierzonych danych osobowych w powyższym celu, w zakresie i w sposób niezbędny do wykonania umowy.
2. Podmiot przetwarzający ma obowiązek przedstawić na każde żądanie Administratora, informacje i dokumenty, które zdaniem Podmiotu przetwarzającego potwierdzają zapewnienie przez Podmiot przetwarzający wystarczających gwarancji wdrożenia odpowiednich środków technicznych i organizacyjnych.
3. Jeżeli niniejsza Umowa nie stanowi inaczej, terminy użyte w niniejszej Umowie mają znaczenie nadane im w RODO.

**§2 Zakres i cel przetwarzania danych**

Podmiot przetwarzający będzie przetwarzał w formie elektronicznej powierzone na podstawie umowy dane osobowe w zakresie:

1. Dane gromadzone w systemie informatycznym dotyczące pracowników:
2. Imię/imiona;
3. Nazwisko;
4. Nazwisko rodowe;
5. Imię ojca;
6. Imię matki;
7. Data urodzenia;
8. PESEL;
9. NIP;
10. Obywatelstwo;
11. Numer i seria dowodu osobistego, data wydania / data ważności, nazwa organu wydającego;
12. Numer i seria paszportu, data wydania / data ważności, nazwa organu wydającego;
13. Adres do korespondencji;
14. Wykształcenie: rodzaj szkoły, nazwa szkoły, kierunek nauki, specjalizacja;
15. Kwalifikacje – stopień znajomości języków obcych;
16. Dane dotyczące ubezpieczenia społecznego;
17. Informacje o oddziale NFZ;
18. Informacje o właściwości Urzędu Skarbowego;
19. Stosunek do służby wojskowej;
20. Przebieg dotychczasowego zatrudnienia;
21. Dodatkowe kwalifikacje – prawo jazdy, obsługa komputera, inne umiejętności;
22. Informacje o osobie kontaktowej w nagłych wypadkach;
23. Adres e-mail;
24. Nr konta bankowego;
25. Stopień niepełnosprawności;
26. Dane małżonka;
27. Informacje o liczbie dzieci;
28. Płeć;
29. Wiek;
30. Nr telefonu;
31. Stan cywilny;
32. Prawo do emerytury lub renty;
33. Dane dot. przyznanej firmowej karty płatniczej;
34. Dane dot. samochodu służbowego;
35. Przystąpienie do grupowego ubezpieczenia zdrowotnego;
36. Przystąpienie do programu opieki zdrowotnej;
37. Informacje o karalności;
38. Dane dotyczące rozliczeń z pracownikami dot. np. delegacji służbowych.
39. Dane gromadzone w systemie informatycznym dotyczące rodzin pracowników:
40. Imię;
41. Nazwisko;
42. Data urodzenia;
43. Numer PESEL lub NIP;
44. Adres;
45. Stopień niepełnosprawności;
46. Wiek;
47. Płeć;
48. Stopień pokrewieństwa;
49. Nr telefonu;
50. Stan cywilny;
51. Imiona rodziców;
52. Przystąpienie do grupowego ubezpieczenia zdrowotnego;
53. Przystąpienie do programu opieki zdrowotnej.
54. Dane gromadzone w systemie informatycznym dotyczące byłych pracowników:
55. Imię;
56. Nazwisko;
57. PESEL;
58. Adres zamieszkania;
59. Adres e-mail;
60. NIP;
61. Nr konta bankowego;
62. Stopień niepełnosprawności;
63. Nr i seria dowodu osobistego;
64. Nr prawa jazdy;
65. Nr paszportu;
66. Dane małżonka;
67. Dzieci;
68. Płeć;
69. Wiek;
70. Nr telefonu;
71. Stan cywilny;
72. Imiona rodziców;
73. Prawo do emerytury lub renty;
74. Informacje o karalności;
75. Data urodzenia.
76. Dane gromadzone w systemie informatycznym dotyczące osób świadczących pracę na podstawie umów cywilnoprawnych:
77. Nazwisko;
78. Nazwisko rodowe;
79. Imiona;
80. Imię ojca;
81. Imię matki;
82. PESEL;
83. NIP;
84. Numer i seria dowodu osobistego;
85. Data urodzenia;
86. Obywatelstwo;
87. Adres do korespondencji;
88. Informacje o właściwości Urzędu Skarbowego;
89. Informacje o właściwości oddziału NFZ;
90. Informacje o objęciu ubezpieczeniem społecznym;
91. Informacje o objęciu ubezpieczeniem chorobowym;
92. Numer telefonu;
93. Adres e-mail;
94. Informacje odnośnie prowadzenia działalności gospodarczej.
95. Dane gromadzone w systemie informatycznym dotyczące praktykantów:
96. Imię/imiona;
97. Nazwisko;
98. Informacje co do odbywanych studiów.

**§3 Obowiązki podmiotu przetwarzającego**

1. Uwzględniając stan wiedzy technicznej, koszt wdrażania oraz charakter, zakres, kontekst i cele przetwarzania oraz ryzyko naruszenia praw lub wolności osób fizycznych o różnym prawdopodobieństwie wystąpienia i wadze zagrożenia, Podmiot przetwarzający zobowiązuje się, przy przetwarzaniu powierzonych danych osobowych, do ich zabezpieczenia poprzez stosowanie odpowiednich środków technicznych i organizacyjnych zapewniających adekwatny stopień bezpieczeństwa odpowiadający ryzyku związanym z przetwarzaniem danych osobowych, o których mowa w art. 32 Rozporządzenia, w szczególności w stosownym przypadku:
2. Wdrożenie dokumentacji/procedur w zakresie przetwarzania danych osobowych   
   np. Polityki bezpieczeństwa informacji, Polityki ochrony danych, regulacji/procedur dotyczących pracy zdalnej, procedur zarządzania incydentami i naruszeniami ochrony danych osobowych.
3. Wdrożenie procedur dotyczących szkolenia osób dopuszczonych do przetwarzania danych osobowych, zachowania poufności, złożenia oświadczeń o znajomości Polityk i procedur dotyczących ochrony danych osobowych.
4. Monitorowanie w drodze regularnych przeglądów/audytów zgodności z ochroną danych osobowych oraz dokumentowanie tych czynności.
5. Wdrożenie procedur dostępu logicznego i fizycznego do danych osobowych poprzez zastosowanie: mechanizmów dotyczących autoryzacji i praw dostępu użytkowników (uwierzytelnienia), polityki zarządzania hasłami, zasady „wiedzy koniecznej”, zarządzania kontami uprzywilejowanymi, przechowywania historii operacji na danych, separacji środowisk informatycznych (produkcyjnego/testowego/rozwojowego), kontroli izolacji danych, które są gromadzone do różnych celów.
6. Wdrożenie procedur bezpieczeństwa sprzętu w tym urządzeń mobilnych oraz oprogramowania (poprawki bezpieczeństwa).
7. Podmiot przetwarzający zobowiązuje się dołożyć należytej staranności przy przetwarzaniu powierzonych danych osobowych.
8. Podmiot przetwarzający zobowiązuje się do nadania upoważnień do przetwarzania danych osobowych wszystkim osobom, które będą przetwarzały powierzone dane w celu realizacji niniejszej umowy.
9. Podmiot przetwarzający zobowiązuje się zapewnić zachowanie w tajemnicy (o której mowa w art. 28 ust 3 pkt b Rozporządzenia) przetwarzanych danych przez osoby, które upoważnia do przetwarzania danych osobowych w celu realizacji niniejszej umowy, zarówno w trakcie zatrudnienia ich w Podmiocie przetwarzającym, jak i po jego ustaniu.
10. Po zakończeniu świadczenia usług przetwarzania podmiot przetwarzający zgodnie z wyborem Administratora albo usuwa wszystkie dane osobowe przetworzone w imieniu Administratora i na żądanie Administratora potwierdza Administratorowi ich usunięcie w formie pisemnego oświadczenia albo zwraca Administratorowi wszystkie dane osobowe przetworzone w jego imieniu i usuwa istniejące kopie w oparciu o protokół.
11. Biorąc pod uwagę charakter przetwarzania, w miarę możliwości Podmiot przetwarzający pomaga Administratorowi w niezbędnym zakresie wywiązywać się z obowiązku odpowiadania na żądania osoby, której dane dotyczą oraz wywiązywania się z obowiązków określonych w art. 32-36 Rozporządzenia.

**§4 Prawo kontroli**

1. Administrator danych zgodnie z art. 28 ust. 3 pkt h) Rozporządzenia ma prawo kontroli, czy środki zastosowane przez Podmiot przetwarzający przy przetwarzaniu i zabezpieczeniu powierzonych danych osobowych spełniają postanowienia umowy.
2. Administrator danych realizować będzie prawo kontroli w godzinach pracy Podmiotu przetwarzającego z minimum 7 dniowym jego uprzedzeniem. Uprawnienia kontrolne Administratora wynikające z art. 28 ust. 3 pkt h) będą realizowane poprzez informowanie tj. udzielanie przez Podmiot przetwarzający odpowiedzi na ankietę przygotowaną przez Administratora. Podmiot przetwarzający nie może uchylać się od odpowiedzi na pytania Administratora poprzez zastrzeżenia, że odpowiedzi stanowią tajemnice przedsiębiorstwa, pod warunkiem, że pytanie Administratora dotyczy bezpośrednio przetwarzania danych osobowych powierzonych Podmiotowi przetwarzającemu przez Administratora (w szczególności Podmiot przetwarzający może powoływać się na tajemnicę przedsiębiorstwa w zakresie pytań dotyczących ogółu działalności Podmiotu przetwarzającego oraz pytań dotyczących innych klientów Podmiotu przetwarzającego).
3. Podmiot przetwarzający zobowiązuje się do usunięcia uchybień stwierdzonych podczas kontroli niezwłocznie, w terminie uzgodnionym przez Strony.
4. Podmiot przetwarzający udostępnia Administratorowi wszelkie informacje niezbędne do wykazania spełnienia obowiązków określonych w art. 28 Rozporządzenia.

**§5 Dalsze powierzenie**

1. Administrator nie wyraża zgody na dalsze powierzenie przekazanych Podmiotowi przetwarzającemu, na podstawie niniejszej umowy, danych osobowych innym podmiotom bez uzyskania przez Podmiot przetwarzający uprzedniej pisemnej zgody.
2. Podmiot przetwarzający powinien uzyskać pisemną zgodę Administratora przed dokonaniem dalszego powierzenia innemu podmiotowi.
3. Do uzyskania zgody administratora, o której mowa w ust. 2 powyżej Podmiot przetwarzający przekazuje i zobowiązuje się, że będzie w trakcie trwania umowy przekazywał Administratorowi następujące informacje:

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Lp. | Nazwa podmiotu dalszego Podmiotu przetwarzającego | Zakres dalszego powierzenia | Miejsce przetwarzania danych osobowych w (kraj/adres)  z podaniem rodzaju infrastruktury przetwarzania (serwery fizyczne, wirtualne, chmura[[1]](#footnote-1), backup) | W przypadku miejsca przetwarzania danych poza EOG opis wypełnienia wymogów prawnych dotyczących transferu danych poza EOG przewidzianych regulacjami z zakresu ochrony danych osobowych[[2]](#footnote-2) |

1. W przypadku uzyskania zgody na powierzenie danych osobowych administratora innemu podmiotowi Podmiot przetwarzający, dokonując dalszego powierzenia przetwarzania ma obowiązek zobowiązać dalszy Podmiot przetwarzający do realizacji wszystkich swoich obowiązków, w zakresie ochrony danych osobowych, wynikających z niniejszej umowy, w szczególności korzystać z usług dalszego podmiotu przetwarzającego wyłącznie za uprzednim pisemnym upoważnieniem Administratora. W takiej sytuacji, dla zapewnienia bezpieczeństwa ochrony danych osobowych, na Podmiot dalej przetwarzający należy nałożyć, w drodze umowy lub innego aktu prawnego zgodnego z prawem Unii Europejskiej lub Państwa Członkowskiego, takie same obowiązki w zakresie ochrony danych osobowych, jak przewidziane niniejszą umową. W każdym przypadku Podmiot przetwarzający pozostaje tak samo odpowiedzialny za działania i zaniechania dalszego podmiotu przetwarzającego jak za własne działania i zaniechania. Podmiot przetwarzający ma obowiązek zapewnić, aby dalszy Podmiot przetwarzający złożył mu zobowiązanie, w formie oświadczenia, do wykonania obowiązków, o których mowa w §3 niniejszej umowy.
2. Podmiot przetwarzający przyjmuje do wiadomości, że zgodnie z art. 28 ust. 4 RODO w przypadku niewywiązania się dalszego Podmiotu przetwarzającego ze spoczywających na nim obowiązków, pełną odpowiedzialność wobec Administratora ponosi Podmiot przetwarzający.
3. Podmiot przetwarzający oświadcza, że na dzień podpisania niniejszej umowy nie będzie korzystał z dalszego powierzenia.
4. W przypadku udzielenia przez Administratora zgody na przetwarzanie danych przez dalszy Podmiot przetwarzający, Podmiot przetwarzający zobowiązuje się informować o wszelkich planowanych zmianach dotyczących dalszego Podmiotu przetwarzającego, w szczególności o obszarze przetwarzania danych osobowych poza Europejskim Obszarem Gospodarczym umożliwiając mu wyrażenie sprzeciwu wobec takich zmian.

**§6 Powiadomienie o naruszeniach**

1. Podmiot przetwarzający powiadomi, w sposób udokumentowany, Administratora o wszelkich stwierdzonych naruszeniach ochrony powierzonych mu danych osobowych bez zbędnej zwłoki, jednak w miarę możliwości nie później niż w ciągu 48 godzin od stwierdzenia naruszenia ochrony danych osobowych. W powiadomieniu takim należy podać wszystkie istotne szczegóły dotyczące danych osobowych dotkniętych zdarzeniem, w tym między innymi:
2. Charakter naruszenia ochrony danych osobowych, w tym w miarę możliwości dotknięte zdarzeniem kategorie i przybliżoną liczbę osób, których dane dotyczą, jak również kategorie i przybliżoną liczbę dotkniętych zdarzeniem wpisów Danych osobowych.
3. Opis prawdopodobnych konsekwencji naruszenia ochrony danych osobowych oraz zalecane sposoby redukcji ewentualnych szkód.
4. Podmiot Przetwarzający zapewnia możliwość uczestnictwa Administratora w czynnościach wyjaśniających i informuje go o ustaleniach bez zbędnej zwłoki.
5. Powiadomienie Administratora powinno zawierać wszelkie informacje wskazane w ust. 1 powyżej, a jeżeli – i w zakresie, w jakim – informacji nie da się udzielić w tym samym czasie, można je udzielać sukcesywnie bez zbędnej zwłoki.
6. W przypadku zaistnienia naruszeń, Przetwarzający ma obowiązek powiadomić:
7. Imię i nazwisko: Marek Rolewicz, stanowisko: Inspektor Danych Osobowych, tel. (58) 349 10 27, e-mail: [iod@gumed.edu.pl](mailto:iod@gumed.edu.pl) lub
8. Imię i nazwisko: Maciej Pikulski, stanowisko: Kierownik Działu Systemów IT, tel. (58) 349 10 70, adres e-mail: [maciej.pikulski@gumed.edu.pl](mailto:maciej.pikulski@gumed.edu.pl).
9. Podmiot przetwarzający musi niezwłocznie, w celu zabezpieczenia danych i złagodzenia skutków naruszenia, na własny koszt, podjąć uzasadnione działania w celu przeanalizowania i oceny takiego naruszenia ochrony danych oraz zidentyfikowania i wdrożenia adekwatnych środków.

**§7 Odpowiedzialność Podmiotu przetwarzającego**

1. Strona, która dopuściła się naruszenia swoich zobowiązań wynikających z niniejszej umowy jest odpowiedzialna za szkodę i koszty, które druga Strona poniosła w wyniku tych naruszeń. Z wyłączeniem postanowień niniejszego artykułu ustęp 2, 3 i 4 oraz przypadków zachowania umyślnego, do odpowiedzialności za wszelkie szkody poniesione przez Stronę w wyniku naruszeń spowodowanych przez drugą Stronę Umowy, mają zastosowanie postanowienia Umowy Głównej dotyczące (jakiegokolwiek ograniczenia) odpowiedzialności Strony.
2. Podmiot przetwarzający powinien zwolnić Administratora z kar pieniężnych nałożonych na Administratora przez organ nadzorczy oraz z roszczeń odszkodowawczych pochodzących od osoby lub osób, których dane dotyczą, jeżeli udowodniono, że te kary pieniężne lub roszczenia są wynikiem naruszenia przez Podmiot przetwarzający zasad przetwarzania danych osobowych wynikających z obowiązków RODO lub innych obowiązujących przepisów dotyczących prywatności i ochrony danych osobowych, które mają zastosowanie do Podmiotu przetwarzającego. Administrator może dochodzić od Podmiotu przetwarzającego zwolnienia Administratora z tych kar pieniężnych lub roszczeń pod warunkiem:
   1. Niezwłocznego poinformowania Podmiotu przetwarzającego na piśmie o zgłoszeniu i treści roszczenia osoby, której dane dotyczą lub o kontroli / postępowaniu lub innej okoliczności, która mogłaby wskazywać na zamiar nałożenia przez organ nadzorczy kary.
   2. Podejmowania działań i przekazywania informacji organom władzy publicznej lub osobom, których dane dotyczą, w porozumieniu z Podmiotem przetwarzającym.
   3. Zakwestionowania, wniesienia sprzeciwów lub odwołań od nałożonych kar lub zgłoszonych roszczeń, jeżeli istnieją ku temu podstawy.
   4. Pozostawienia pełnej kontroli nad prowadzonymi sprawami, włącznie z zawieraniem wszelkich ugód, w całości Podmiotowi przetwarzającemu. W tym celu Administrator udzieli niezbędnych pełnomocnictw i informacji oraz będzie współdziałał z Podmiotem przetwarzającym, aby bronić się przed tymi działaniami prawnymi, w razie potrzeby także w imieniu Administratora.
3. Administrator powinien zwolnić Podmiot przetwarzający z kar pieniężnych nałożonych na Podmiot przetwarzający przez organ nadzorczy oraz z roszczeń odszkodowawczych pochodzących od osoby lub osób, których dane dotyczą, jeżeli udowodniono, że te kary pieniężne lub roszczenia są wynikiem naruszenia zasad przetwarzania danych osobowych przez Administratora wynikających z obowiązków RODO lub innych obowiązujących przepisów dotyczących prywatności i ochrony danych osobowych, które mają zastosowanie do Administratora. Podmiot przetwarzający może dochodzić od Administratora zwolnienia go z tych z kar pieniężnych lub roszczeń pod warunkiem:
   1. Niezwłocznego poinformowania Administratora na piśmie o zgłoszeniu i treści roszczenia osoby, której dane dotyczą lub o kontroli / postępowaniu lub innej okoliczności, która mogłaby wskazywać na zamiar nałożenia przez organ nadzorczy kary.
   2. Podejmowania działań i przekazywania informacji organom władzy publicznej lub osobom, których dane dotyczą, w porozumieniu z Administratorem.
   3. Zakwestionowania, wniesienia sprzeciwów lub odwołań od nałożonych kar lub zgłoszonych roszczeń, jeżeli istnieją ku temu podstawy.
   4. Pozostawienia pełnej kontroli nad prowadzonymi sprawami, włącznie z zawieraniem wszelkich ugód, w całości Administratorowi. W tym celu Podmiot przetwarzający udzieli niezbędnych pełnomocnictw i informacji oraz będzie współdziałał z Administratorem, aby bronić się przed tymi działaniami prawnymi, w razie potrzeby także w imieniu Podmiotu przetwarzającego.
4. W zakresie, w jakim Strony są solidarnie odpowiedzialne wobec stron trzecich, w tym wobec osoby lub osób, których dane dotyczą lub w zakresie, w jakim Strony są łącznie obciążone karą nałożoną przez organ nadzorczy, są one zobowiązane wobec siebie za tą część długu, która ich obciąża w związku z naruszeniem przez daną Stronę zasad przetwarzania danych osobowych wynikających z obowiązków RODO lub innych obowiązujących przepisów dotyczących prywatności i ochrony danych osobowych, które mają zastosowanie do danej Strony, skutkujących powstaniem odpowiedzialności wobec osób trzecich lub obciążeniem karą przez organ nadzorczy.

**§8 Czas obowiązywania umowy**

1. Niniejsza umowa obowiązuje na czas zawarcia umowy głównej.

**§9 Rozwiązanie umowy**

1. Administrator danych może rozwiązać niniejszą umowę ze skutkiem natychmiastowym, gdy Podmiot przetwarzający:
2. Pomimo zobowiązania go do usunięcia uchybień stwierdzonych podczas kontroli nie usunie ich w uzgodnionym terminie, mimo wcześniejszego pisemnego (pod rygorem nieważności) wezwania do usunięcia naruszeń, w którym to wezwaniu zostaną wskazane konkretne uchybienia wraz z odpowiednimi przepisami prawa lub Umowy, a także zostanie wyznaczony dodatkowy, odpowiedni termin na usuniecie uchybień, który nie będzie krótszy niż 7 dni.
3. Przetwarza dane osobowe w sposób niezgodny z umową i RODO, mimo wcześniejszego pisemnego (pod rygorem nieważności) wezwania do usunięcia naruszeń, w którym to wezwaniu zostaną wskazane konkretne uchybienia wraz z odpowiednimi przepisami prawa lub Umowy, a także zostanie wyznaczony dodatkowy, odpowiedni termin na usuniecie uchybień, który nie będzie krótszy niż 7 dni.
4. Powierzył przetwarzanie danych osobowych innemu podmiotowi bez zgody Administratora danych.

**§10 Postanowienia końcowe**

1. Umowa została sporządzona w dwóch jednobrzmiących egzemplarzach dla każdej ze stron.
2. W sprawach nieuregulowanych zastosowanie będą miały przepisy Kodeksu cywilnego oraz Rozporządzenia.
3. Sądem właściwym dla rozpatrzenia sporów wynikających z niniejszej umowy będzie sąd właściwy Administratora danych.
4. Zmiany niniejszej umowy wymagają zachowania formy pisemnej.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Administrator danych Podmiot przetwarzający

1. Przetwarzanie danych w chmurze, rozumiane jako sieć zewnętrznych serwerów (dot. także tworzenia kopii zapasowych danych powierzonych przez Administratora) [↑](#footnote-ref-1)
2. Np. na podstawie standardowych klauzul umownych, na podstawie decyzji Komisji Europejskiej 2021/914 lub Standardowych klauzul ochrony danych przyjętych zgodnie z art. 46 ust. 2 lit c i d Rozporządzenia (UE) 2016/679 [↑](#footnote-ref-2)