*Załącznik nr 12*

**Zamawiający: Rejonowy Zarząd Infrastruktury**

**ul. Podchorążych 33**

**85-915 Bydgoszcz**

**Wykonawca:**

………………………………………………………………………………

*(pełna nazwa/firma, adres, w zależności od podmiotu: NIP/PESEL, KRS/CEiDG)*

reprezentowany przez:

………………………………………………………………………………

*(imię, nazwisko, stanowisko/podstawa do reprezentacji)*

**Oświadczenie wykonawcy o spełnianiu wymagań związanych z ochroną informacji niejawnych**

**składane w postępowaniu o udzielenie zamówienia publicznego**

**na:** Wykonanie programu inwestycji oraz programu funkcjonalno-użytkowego dla zadaniainwestycyjnego pn. **„Budowa infrastruktury warsztatowo-magazynowej systemu SICO-WISŁA w Warsztatach Techniki Lotniczej w Toruniu 1 Regionalnej Bazy Logistycznej” – zadanie 11833**

**(Sprawa nr WB/PN/1/U/1)**

Ja, niżej podpisany oświadczam, co następuje:

Osoby, które będą realizowały niniejsze zamówienie posiadają uprawnienia niezbędne do realizacji przedmiotu zamówienia w zakresie ochrony informacji niejawnych zgodnie z wymaganiami SIWZ, posiadają aktualne poświadczenia bezpieczeństwa lub upoważnienia do dostępu do informacji niejawnych o wymaganej klauzuli i aktualne przeszkolenie z zakresu ochrony informacji niejawnych. Ponadto dysponują:

1. zespołem projektantów systemów alarmowych, którzy powinni posiadać aktualne poświadczenia bezpieczeństwa lub pisemne upoważnienia wydane przez kierownika jednostki organizacyjnej upoważniające do dostępu do informacji niejawnych o klauzuli „zastrzeżone” oraz zaświadczenia o odbyciu szkolenia w zakresie ochrony informacji niejawnych;
2. projektantów posiadających odpowiednie świadectwa ukończenia kursów w zakresie projektowania systemów alarmowych
3. wymagane ustawą dokumenty dotyczące ochrony informacji niejawnych w swojej firmie;
4. geodetą (lub zespół geodetów), którzy powinni posiadać aktualne poświadczenia bezpieczeństwa lub pisemne upoważnienia wydane przez kierownika jednostki organizacyjnej upoważniające do dostępu do informacji niejawnych o klauzuli „zastrzeżone” oraz zaświadczenia o odbyciu szkolenia w zakresie ochrony informacji niejawnych;
5. system teleinformatyczny posiadający akredytację bezpieczeństwa teleinformatycznego z możliwością przetwarzania informacji o klauzuli "zastrzeżone".
6. pełnomocnikiem ds. ochrony informacji niejawnych, który musi posiadać zaświadczenie o odbyciu specjalistycznego szkolenia w zakresie ochrony informacji niejawnych wydane przez SKW lub ABW;
7. pracownikiem pionu ochrony pełniącym funkcję inspektora bezpieczeństwa teleinformatycznego, który posiada zaświadczenie o odbyciu szkolenia specjalistycznego w zakresie bezpieczeństwa teleinformatycznego wydane przez ABW lub SKW;
8. osobę pełniącą funkcję administratora systemu teleinformatycznego, która posiada zaświadczenie o odbyciu szkolenia specjalistycznego w zakresie bezpieczeństwa teleinformatycznego wydane przez ABW lub SKW;
9. kancelarią lub pomieszczeniami umożliwiającymi prowadzenie prac z niejawną dokumentacją zgodnie z opracowaną oraz zatwierdzoną przez Kierownika Jednostki Organizacyjnej "Instrukcją sposób i tryb przetwarzania informacji niejawnych o klauzuli " zastrzeżone" oraz zakres i warunki stosowania środków bezpieczeństwa fizycznego w celu ich ochrony";
10. akredytowany system teleinformatyczny przeznaczony do przetwarzania informacji niejawnych o klauzuli "zastrzeżone" lub wyżej.

…………………………………………

*(podpis)*

…………….……. *(miejscowość),* dnia ………….……. r.