# 

# Załącznik nr 10 do SWZ - Opis środków organizacyjno-technicznych

Nr referencyjny nadany sprawie przez Zamawiającego: TARRSA/GENERATOR\_FEII/2/2024

**OPIS ŚRODKÓW ORGANIZACYJNO-TECHNICZNYCH**

**ZAMAWIAJĄCY:**

**Toruńska Agencja Rozwoju Regionalnego S.A., ul. Włocławska 167, 87 - 100 Toruń**

**WYKONAWCA/Y:**

………………………………………………………………………………………………………….……………………………..

*(pełna nazwa/firma, adres)*

Ja, niżej podpisany, oświadczam, że na potrzeby realizacji zamówienia będącego przedmiotem postępowania pn. „Zakup licencji na aplikację internetową generatora wniosków wraz z systemem obsługi Wnioskodawców, dostosowaną do wymogów projektu Fundusz Eksportowy dla Kujaw i Pomorza”, zapewniam:

|  |
| --- |
| 1. Należy potwierdzić posiadanie wdrożonej dokumentacji Systemu Zarzadzania Bezpieczeństwem Informacji zgodny z wymaganiami określonymi w SWZ. |
| Wykonawca, a w przypadku Wykonawców wspólnie ubiegających się o zamówienie każdy z Wykonawców, posiada wdrożoną dokumentację Systemu Zarządzania Bezpieczeństwem Informacji, który jest zgodny z wymaganiami określonymi w SWZ  a. TAK  b. NIE |
| 1. Należy potwierdzić posiadanie na etapie realizacji zamówienia sprawnego i skutecznego systemu ochrony danych osobowych poprzez przedstawienie odpowiedzi na pytania pomocnicze. Uzyskanie odpowiedzi twierdzących na poniższe pytania od 1 do 8 pozwalają uznać warunek za spełniony.   Uwaga: Jeśli Wykonawcy wspólnie ubiegają się o zamówienie oświadczenie dotyczy każdego spośród Wykonawców wspólnie ubiegających się o zamówienie, który będzie przetwarzał dane osobowe. |
| * + - 1. Wykonawca, zapewnia wystarczające gwarancje wdrożenia odpowiednich środków technicznych i organizacyjnych, by przetwarzanie danych osobowych spełniało wymogi Rozporządzenia Parlamentu Europejskiego I Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych) i chroniło prawa osób, których dane dotyczą.   a. TAK  b. NIE   1. Czy Wykonawca spełnia wymagania określone w ogólnym rozporządzeniu o ochronie danych osobowych, a w szczególności w art. 28, 29, 30, 32 i 33?   a. TAK  b. NIE   1. Czy Wykonawca gwarantuje, że dostęp do powierzonych danych osobowych, przetwarzanych w każdej formie (np. elektronicznej, papierowej), w imieniu Administratorów, będą miały jedynie osoby upoważnione i zobowiązane do zachowania w tajemnicy tak pozyskane informacje oraz że Wykonawca posiada w tym zakresie stosowne procedury i jest w stanie wykazać ich stosowanie?   a. TAK  b. NIE   1. Czy Wykonawca zapewnia, że upoważnione osoby przez Wykonawcę, które w ramach swoich obowiązków, będą przetwarzały powierzone dane osobowe, przeszły odpowiednie szkolenie z zakresu ochrony danych osobowych?   a. TAK  b. NIE   1. Czy Wykonawca zapewnia, że systemy, aplikacje informatyczne i urządzenia komputerowe stosowane przez Wykonawcę, na których przetwarzane będę powierzone dane osobowe, są zabezpieczone i posiadają wymagania określone przepisami prawa (np. posiadają odpowiednią autoryzację do systemów informatycznych, oprogramowania antywirusowe, politykę back up-ów, licencje, aktualizacje itp.)?   a. TAK  b. NIE   1. Czy Wykonawca, o ile będzie korzystał ze zdalnego dostępu do systemu informatycznego, zapewnia że połączenie zdalnego dostępu do systemu informatycznego, będzie odbywało się w sposób bezpieczny, szyfrowanym kanałem?   a. TAK  b. NIE   1. Czy Wykonawca, o ile będzie korzystał z usług innego podmiotu przetwarzającego, w ramach powierzonych czynności przetwarzania, zapewnia, że będzie korzystał tylko z usług takich podmiotów zewnętrznych, którzy zostali przez niego sprawdzeni pod kątem zapewnienia odpowiedniego poziomu ochrony danych osobowych?   a. TAK  b. NIE   1. Czy Wykonawca zapewnia, że posiada (lub będzie posiadał), środki kontroli dostępu fizycznego do budynku, czy pomieszczeń, w których będą przetwarzane powierzone dane osobowe (np. procedury przechowywania kluczy, kart dostępu itp.)?   a. TAK  b. NIE |