**Załącznik nr 1 do SWZ – wzór Formularza Ofertowego**

**Formularz Ofertowy**

**DPiZP.2610.30.2021**

Ja(my) niżej podpisany(-i) ……………………………………………………………………………………………………………………………………………………….

Działając w imieniu i na rzecz ……………………………………………………………………………………………………………………………………………………

…………………………………………………………………………………………………………………………………………………………………………………………………

W odpowiedzi na ogłoszone postępowanie prowadzone w trybie przetargu nieograniczonego na „Świadczenie usługi polegającej na zapewnieniu systemu ochrony przed wyciekiem informacji (DLP) i 300 godzin konsultacji na 36 miesięcy”, zgodnie z wymaganiami określonymi w specyfikacji warunków zamówienia i projektowanych postanowieniach umowy wraz z załącznikami, oferuję(-emy) system ochrony przed wyciekiem informacji (system DLP) spełniający poniższe parametry minimalne:

Tabela 1 Wymagane minimalne parametry systemu DLP

| **Lp.** | **Wymagane minimalne parametry systemu DLP** | **Oferowany parametr** |
| --- | --- | --- |
|  | Systemem objętych będzie 12 tys. użytkowników lub 15 tys. urządzeń (komputery, laptopy, urządzenia mobilne) oraz dodatkowo 20 serwerów plików. | TAK/NIE\* |
|  | System umożliwia ochronę przed wyciekiem informacji z systemów informatycznych Zamawiającego. | TAK/NIE\* |
|  | System realizuje swoje funkcje zarówno na poziomie sieci (Network DLP) oraz stacji końcowej jak komputer, laptop, urządzenie mobilne (Endpoint DLP). | TAK/NIE\* |
|  | Zarządzanie, obsługa incydentów oraz raportowanie jest spójne dla ochrony na poziomie sieci i stacji końcowych i odbywa się z pojedynczej webowej konsoli zarządzającej. | TAK/NIE\* |
|  | Dostęp do konsoli zarządzającej odbywa się w bezpiecznym połączeniu https. | TAK/NIE\* |
|  | Ochrona informacji odbywa się w oparciu o reguły bezpieczeństwa informacji odzwierciedlające procesy biznesowe. | TAK/NIE\* |
|  | System umożliwia monitorowanie i ochronę wielu typowych kanałów komunikacyjnych, w szczególności: |  |
|  | http oraz https, | TAK/NIE\* |
|  | email, | TAK/NIE\* |
|  | komunikatory internetowe. | TAK/NIE\* |
|  | System umożliwia definiowanie własnych kanałów transmisji, które mają być monitorowane. | TAK/NIE\* |
|  | System w zakresie stacji końcowej umożliwia monitorowanie takich czynności jak kopiowanie informacji na zewnętrzne nośniki danych, nagrywanie płyt, lokalne drukowanie, wklejanie informacji w okna aplikacji. | TAK/NIE\* |
|  | System umożliwia tworzenie polityk uwzględniających takie akcje jak: |  |
| 10.1 | wysyłanie powiadomień w ramach odnotowanych incydentów, przy czym powiadamiane powinny być następujące osoby:  - nadawca, czyli osoba, która wysyłała informacje,  - zwierzchnik nadawcy,  - właściciel informacji zdefiniowany w polityce,  - właściciel polityki, | TAK/NIE\* |
| 10.2 | blokowanie transmisji naruszających zdefiniowaną politykę, | TAK/NIE\* |
| 10.3 | kwarantannę informacji, | TAK/NIE\* |
| 10.4 | szyfrowanie informacji, | TAK/NIE\* |
| 10.5 | umożliwienie użytkownikowi kontynuowania operacji po zatwierdzeniu komunikatu wyświetlonego przez agenta ochrony informacji na stacji końcowej. | TAK/NIE\* |
|  | System umożliwia łączenie polityk w grupy. | TAK/NIE\* |
|  | System umożliwia budowanie polityk ochrony informacji uwzględniając kontekst w jakim informacja jest używana, czyli musi uwzględniać okoliczności jak: |  |
| 12.1 | kto wysyła informacje, | TAK/NIE\* |
| 12.2 | gdzie informacje są wysyłane, | TAK/NIE\* |
| 12.3 | w jaki sposób informacje są wysyłane, | TAK/NIE\* |
| 12.4 | co jest wysyłane, czyli właściwa identyfikacja treści. | TAK/NIE\* |
|  | System wykorzystuje szeroką gamę mechanizmów identyfikowania treści, m.in.: | TAK/NIE\* |
| 13.1 | słowa kluczowe, | TAK/NIE\* |
| 13.2 | wyrażenia regularne, | TAK/NIE\* |
| 13.3 | tworzenie odcisku palca – fingerprinting, | TAK/NIE\* |
| 13.4 | algorytmy Machine Learning, | TAK/NIE\* |
| 13.5 | weryfikacja klasyfikacji treści w przypadku, gdy stosowane jest rozwiązanie typu „Data Classification”. | TAK/NIE\* |
|  | Algorytm tworzenia odcisku palca działa tak, aby chronić informacje zawarte w pliku (również jego fragmenty), a nie wyłącznie dokument w całości. | TAK/NIE\* |
|  | System umożliwia tworzenie odcisków palca z zasobów zawartych w bazach danych. | TAK/NIE\* |
|  | System zawiera predefiniowane reguły ochrony informacji, dotyczące np. numerów krat kredytowych, IBAN oraz takich identyfikatorów jak PESEL, REGON, NIP, nr Dowodu Osobistego. | TAK/NIE\* |
|  | System umożliwia integrację z usługami katalogowymi (minimum AD DS, lub Azure AD) umożliwiająca m.in.: | TAK/NIE\* |
| 17.1 | przypisywanie użytkowników i grup jako autoryzowanych nadawców i odbiorców monitorowanych informacji, | TAK/NIE\* |
| 17.2 | przypisanie użytkowników do ról zarządzających takich jak administrator, audytor, manager incydentów, | TAK/NIE\* |
| 17.3 | wyświetlanie szczegółów dotyczących użytkownika w ramach incydentu związanego z jego aktywnością,  np. powinno być możliwe wyświetlenie informacji o zwierzchniku użytkownika. | TAK/NIE\* |
|  | System umożliwia zautomatyzowane wykrywanie informacji objętych politykami ochrony na serwerach i stacjach końcowych w sieci Zamawiającego (funkcjonalność Discovery). Funkcjonalność ta jest również oferowana dla folderów Exchange, Exchange Online, serwera SharePoint, Sharepoint Online. | TAK/NIE\* |
|  | Konsola zarządzająca zawiera ekran przedstawiający podstawowe statystki aktywności z ostatnich 24 godzin jak ilość incydentów względem ważności, najczęściej naruszane kategorie polityk, stacje końcowe, na których wykryto najwięcej naruszeń, etc. | TAK/NIE\* |
|  | Konsola zarządzająca umożliwia zarządzanie incydentami, m.in. zmianę ich statusu, przekazywanie do innego administratora. | TAK/NIE\* |
|  | System umożliwia ziarnistą delegację uprawnień do konfiguracji systemu, polityk, raportów oraz incydentów w oparciu o wbudowane jak również własne role, takie jak administrator, audytor, manager incydentów. | TAK/NIE\* |
|  | System w ramach odnotowanych incydentów udostępnia informacje dotyczące reguły, która została naruszona, jak również kopię informacji, która była przesyłana. Wgląd w tak szczegółowe informacje jest kontrolowany zgodnie z uprawnieniami administratora. | TAK/NIE\* |
|  | System umożliwia rozpoznawanie tekstu zawartego w plikach graficznych (OCR) i jego analizę pod względem wrażliwości informacji. Ta funkcjonalność oferowana jest co najmniej dla dokumentów graficznych wysyłanych poprzez styk z Internetem (smtp, http, https). | TAK/NIE\* |
|  | Oprogramowanie klienckie (Endpoint) oferowane jest w polskiej wersji językowej. | TAK/NIE\* |
|  | System jest zaopatrzony we własny moduł analityczny, który umożliwi wskazanie z listy incydentów tych najbardziej istotnych poprzez ich korelacje i grupowanie. System zwróci alert w przypadku zwiększonej ilości zdarzeń mających wspólne źródło np. w jednym konkretnym użytkowniku. | TAK/NIE\* |
|  | System posiada możliwość rozbudowy o ochronę informacji przechowywanej w aplikacjach oferowanych jako SaaS, w szczególności MS O365 oraz Google for Business. | TAK/NIE\* |
|  | Ochrona informacji w chmurze opiera się o te same mechanizmy stosowane w rozwiązaniu lokalnym włączając Fingerprinting oraz Machine Learning. | TAK/NIE\* |
|  | System posiada funkcjonalność klasyfikowania informacji (w tym plików oraz wiadomości pocztowych email), lub w pełni integrować się z takim rozwiązaniem. | TAK/NIE\* |
| W zakresie klasyfikacji informacji, o której mowa w pkt. 28 powyżej, system posiada następujące funkcje: | | |
|  | Definiowanie dowolnych nazw dla poziomów klasyfikacji (np.: typ, klient, departament, projekt itp.), | TAK/NIE\* |
|  | Definiowanie dowolnych nazw dla klasyfikacji (np.: wewnętrzna – poufna - dane osobowe, kadry – produkcja - księgowość, Projekt X – Projekt Y, itd.). | TAK/NIE\* |
|  | Definiowane klasyfikacji opartej o: |  |
| 3.1 | listę jednokrotnego wyboru, | TAK/NIE\* |
| 3.2 | listę wielokrotnego wyboru (ze zdefiniowaniem minimalnej i maksymalnej liczby zaznaczeń), | TAK/NIE\* |
|  | Tworzenie klasyfikacji wielopoziomowej (minimum 5 poziomów oznaczeń klasyfikacji). | TAK/NIE\* |
|  | Definiowanie automatycznego nadawania klasyfikacji w oparciu o analizę treści informacji. | TAK/NIE\* |
|  | Klasyfikowanie dokumentu w następujących aplikacjach natywnych służących do edycji danego typu dokumentu (z poziomu aplikacji, a nie klasyfikowanie z poziomu plików): |  |
| 6.1 | MS Word, | TAK/NIE\* |
| 6.2 | MS Excel, | TAK/NIE\* |
| 6.3 | MS PowerPoint. | TAK/NIE\* |
|  | Wyświetlanie informacji o nadanej klasyfikacji, podczas edycji dokumentu w aplikacji natywnej. | TAK/NIE\* |
|  | Wyświetlanie przycisków klasyfikacji na wstążce aplikacji w postaci kolorowych pól (kolory zdefiniowane dla danego poziomu klasyfikacji). | TAK/NIE\* |
|  | Dynamiczne wyświetlanie poziomów klasyfikacji tzn. możliwość wyboru podkategorii pojawia się dopiero po wybraniu przez użytkownika tej kategorii, dla której można/należy wybrać podkategorię. | TAK/NIE\* |
|  | Możliwość klasyfikowania plików (nie tylko MS Office, ale i innych plików kompatybilnych z technologią XMP, np. PDF, ZIP, itd.), plików tekstowych, obrazów itp. | TAK/NIE\* |
|  | Klasyfikowanie pliku/dokumentu z użyciem menu kontekstowego systemu operacyjnego (bez potrzeby jego otwierania). | TAK/NIE\* |
|  | Masowe nadanie klasyfikacji plikom/dokumentom poprzez: |  |
| 12.1 | wskazanie folderu (z lub bez podfolderów) z plikami/dokumentami do oznaczenia, | TAK/NIE\* |
| 12.2 | zdefiniowanie filtrów oznaczania (np. wszystkie pliki, których nazwa lub rozszerzenie zawiera wskazany wyróżnik), | TAK/NIE\* |
| 12.3 | możliwe klasyfikowanie poprzez narzędzie z interfejsem okienkowym i poprzez polecenia konsoli tekstowej. | TAK/NIE\* |
|  | Wymuszanie na użytkowniku dokonania klasyfikacji, jeśli użytkownik tego nie zrobi: |  |
| 13.1 | w wiadomości email MS Outlook, | TAK/NIE\* |
| 13.2 | w dokumentach edytowalnych (w odniesieniu do aplikacji natywnej służącej do edycji danego dokumentu). | TAK/NIE\* |
|  | Wyświetlanie podpowiedzi/ostrzeżeń dotyczących wymogów klasyfikacji dla użytkownika lub innych informacji w zależności od podejmowanych działań przez użytkownika odnośnie informacji sklasyfikowanej na danym poziomie. | TAK/NIE\* |
|  | Wymuszanie na użytkowniku podania uzasadnienia dla wykonywanego działania odnośnie informacji sklasyfikowanej na danym poziomie. | TAK/NIE\* |
|  | Automatyczne wstawianie (dla wybranego poziomu klasyfikacji i w odniesieniu do aplikacji natywnej służącej do edycji danego dokumentu): |  |
| 16.1 | stopek/nagłówków (także grafiki), | TAK/NIE\* |
| 16.2 | znaków wodnych (także grafiki), | TAK/NIE\* |
| 16.3 | prefiksów, | TAK/NIE\* |
| 16.4 | osoby klasyfikującej, | TAK/NIE\* |
| 16.5 | daty nadania klasyfikacji. | TAK/NIE\* |
|  | Wymuszanie szyfrowania poczty elektronicznej. | TAK/NIE\* |
|  | Dokonanie zmiany lub uniemożliwienie zmiany klasyfikacji dokumentu lub dokonanie zmiany wyłącznie w jednym kierunku (np. tylko podwyższenie poziomu klasyfikacji) przez użytkowników/ autora dokumentu. | TAK/NIE\* |
|  | Informacja o klasyfikacji dokumentu zapisywana jest w metadanych dokumentu. | TAK/NIE\* |
|  | Poziom klasyfikacji maila jest zapisywany w nagłówku wiadomości mail (X-Header). | TAK/NIE\* |
|  | We wszystkich aplikacjach natywnych służących do edycji danego typu dokumentu interfejs związany z klasyfikacją informacji jest taki sam. | TAK/NIE\* |
|  | Możliwe jest opcjonalne rozbudowanie systemu o automatyczne i działające na bieżąco klasyfikowanie maili przychodzących do organizacji (na poziomie serwera Exchange). | TAK/NIE\* |
|  | Możliwe jest opcjonalne rozbudowanie systemu o komponenty dla serwera Sharepoint 2013 i wyższych, aby Sharepoint mógł odczytywać i interpretować nadane poziomy klasyfikacji. | TAK/NIE\* |
|  | Możliwe jest opcjonalne rozbudowanie systemu o komponent na urządzenia mobilne, który pozwoli na klasyfikowanie maili na urządzeniu mobilnym (Android, iOS). | TAK/NIE\* |
|  | Dla uruchomienia klasyfikacji i dystrybucji polityk system nie wymaga serwera bazy danych lub innych rozwiązań serwerowych. | TAK/NIE\* |
|  | Publikacja polityk do użytkowników może być realizowana przez współdzielony katalog (network share), lokalną usługę dystrybucji oprogramowania, lub serwis chmurowy. | TAK/NIE\* |
|  | Reguły dla klienta pocztowego odnośnie możliwości przesyłania maili o wskazanych poziomach klasyfikacji są definiowane w oparciu o nazwy domen pocztowych oraz w oparciu o grupy użytkowników (AD DS lub Azure AD). | TAK/NIE\* |
|  | Możliwe jest zdefiniowanie kilku zestawów polityk (o zróżnicowanym poziomie restrykcji) i ich odpowiedni przydział do wskazanych osób zgodnie z pozycją w strukturach zarządczych w organizacji. | TAK/NIE\* |
|  | Możliwa jest automatyczna instalacja oprogramowania na stacjach użytkowników z wykorzystaniem narzędzi do automatycznej zdalnej instalacji. | TAK/NIE\* |
|  | System umożliwia pracę użytkownikowi (klasyfikowanie dokumentów, działanie polityk) także w przypadku gdy komputer użytkownika nie ma połączenia z siecią organizacji. | TAK/NIE\* |
|  | System zapisuje (loguje) wszystkie zdarzenia związane z klasyfikowaniem informacji, działaniem zdefiniowanych reguł/polityk. | TAK/NIE\* |
|  | Interfejs użytkownika końcowego w języku polskim (wszystkie nazwy, komunikaty, przyciski, opisy, itd.). Możliwe jest dostosowanie treści do terminologii i konwencji przyjętej w organizacji. | TAK/NIE\* |
|  | Informacja o poziomie klasyfikacji dokumentu, nadanej za pośrednictwem systemu klasyfikacji, może być wykorzystana przy tworzeniu polityk. | TAK/NIE\* |
|  | System integruje się z rozwiązaniami DLP Discovery (system Discovery po zidentyfikowaniu dokumentu zawierającego informacje spełniające zadane kryteria może automatycznie nadać klasyfikację wg poziomów zdefiniowanych w systemie klasyfikacji). | TAK/NIE\* |
|  | Do instalacji/działania systemu nie są wymagane żadne elementy/komponenty producentów trzecich (np. bazy danych). | TAK/NIE\* |
|  | System pracuje w systemie wysokiej dostępności (High Availability). | TAK/NIE\* |

\**niepotrzebne skreślić*

za cenę:

Tabela 2

|  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- |
| Lp. | Przedmiot | Cena jednostkowa netto (zł) | Jednostka | Cena netto (zł) | Podatek VAT | | Cena brutto (zł) |
| (%) | (zł) |
| [a] | [b] | [c] | [d] | [e]=[c]×[d] | [f] | [g]=[f]×[e] | [h]=[e]+[g] |
| 1 | Subskrypcja do korzystania z systemu DLP |  | 36 miesięcy |  |  |  |  |
| 2 | Wdrożenie systemu DLP |  | 1 wdrożenie |  |  |  |  |
| 3 | Usługa Asysty Technicznej |  | 36 miesięcy |  |  |  |  |
| 4 | Usługa Wsparcia |  | 300 godzin |  |  |  |  |
| 5 | Razem | | |  |  |  |  |

|  |  |
| --- | --- |
| **Słownie zł cena ofertowa netto:** |  |
|  |  |
| **Słownie zł cena ofertowa brutto:** |  |

**Oświadczamy, że:**

1. Zapoznaliśmy się z treścią specyfikacji warunków zamówienia (SWZ), w tym projektowanych postanowień umowy i nie wnosimy do nich zastrzeżeń oraz przyjmujemy warunki w nich zawarte.
2. Realizację przedmiotu zamówienia wykonamy w terminach określonych w Rozdz. II SWZ oraz projektowanych postanowieniach umowy.
3. W ramach zaoferowanej ceny oferujemy ……. Dodatkowych godzin konsultacji, o których mowa w § 2 ust. 1 pkt 4b) projektowanych postanowień umowy.

**Uwaga:**

*Zamawiający zastrzega, że dodatkowe godziny konsultacji będą wykorzystane w pierwszej kolejności i bez dodatkowego wynagrodzenia.*

1. W cenie naszej oferty zostały uwzględnione wszystkie koszty wykonania zamówienia.
2. Uważamy się za związanych niniejszą ofertą do terminu określonego w SWZ.
3. Wadium w wysokości **50 000,00 zł** (słownie: pięćdziesiąt tysięcy złotych zero groszy) wnieśliśmy przed upływem terminu składania ofert.
4. Wadium wniesione w formie pieniądza należy zwrócić na rachunek bankowy nr …………………………………………………………………………………………….………prowadzony w banku ………….…………. Oświadczenie o zwolnieniu wadium wniesionego w innej formie niż pieniądz należy przekazać gwarantowi/poręczycielowi na następujący adres e-mail……………………………………..
5. Zobowiązujemy się do wniesienia przed podpisaniem umowy zabezpieczenia należytego wykonania umowy w wysokości **5%** *ceny całkowitej podanej w ofercie/maksymalnej wartości nominalnej zobowiązania wynikającego z Umowy*.
6. W przypadku udzielenia nam zamówienia, zobowiązujemy się do zawarcia umowy w miejscu i terminie wskazanym przez Zamawiającego.
7. Podwykonawcom zamierzamy powierzyć wykonanie następującej(-ych) części zamówienia (należy podać zakres prac oraz nazwę Podwykonawcy, jeśli jest już znany):
   1. …………………………………………………………………………………………………………………………………………………………………………………***1***

***1*** *w* przypadku *niewypełnienia Zamawiający uzna, że Wykonawca nie zamierza powierzyć wykonania żadnej części zamówienia podwykonawcom.*

***UWAGA:***

*Zamawiający przypomina, że powyższy punkt Formularza Ofertowego należy wypełnić w każdym przypadku, jeśli Wykonawca zamierza powierzyć podwykonawcom wykonanie części zamówienia, a także mając na uwadze treść art. 118 ust. 2 ustawy cyt.: „W odniesieniu do warunków dotyczących wykształcenia, kwalifikacji zawodowych lub doświadczenia wykonawcy mogą polegać na zdolnościach podmiotów udostępniających zasoby, jeśli podmioty te wykonają roboty budowlane lub usługi, do realizacji których te zdolności są wymagane.”*

*Udział podmiotu trzeciego w realizacji zamówienia w odniesieniu do warunków winien mieć charakter podwykonawstwa, w związku z czym wypełnieniu podlega pkt 9 Formularza Ofertowego.*

1. Wszelką korespondencję w sprawie niniejszego postępowania należy kierować na poniższy adres e-mail: ………………………………………………………  
   Dane kontaktowe: imię i nazwisko ……………………………………………………………, nr tel. ……………………………………………….., adres e-mail: ……………………………………………………..
2. Dokumenty wymienione od strony ……… do strony ……… stanowią tajemnicę przedsiębiorstwaw rozumieniu ustawy z dnia 16 kwietnia 1993 r. o zwalczaniu nieuczciwej konkurencji (Dz. U. z 2019 r. poz. 1010 z późn. zm.) i nie mogą być ujawnione pozostałym uczestnikom postępowania.

***UWAGA****:*

*Zamawiający przypomina, że stosownie do treści:*

* *art. 18 ust. 3 ustawy Wykonawca winien nie później niż w terminie składania ofert wykazać, że zastrzeżone informacje stanowią tajemnicę przedsiębiorstwa*
* *Rozdz. VIII.1. pkt 5 SWZ wszelkie informacje stanowiące tajemnicę przedsiębiorstwa* *muszą zostać odpowiednio oznaczone a następnie załączone na Platformie Zakupowej w osobnym pliku w miejscu właściwym dla Informacji stanowiących tajemnicę przedsiębiorstwa.*

1. Wypełniliśmy obowiązki informacyjne przewidziane w art. 13 lub art. 14 RODO)**2** wobec osób fizycznych, od których dane osobowe bezpośrednio lub pośrednio pozyskałem w celu ubiegania się o udzielenie zamówienia publicznego w niniejszym postępowaniu.**3**

**2** *rozporządzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych) (Dz. Urz. UE L 119 z 04.05.2016, str. 1 oraz Dz. Urz. UE L 127 z 23.05.2018, str. 2).*

**3** *w przypadku, gdy Wykonawca nie przekazuje danych osobowych innych niż bezpośrednio jego dotyczących lub zachodzi wyłączenie stosowania obowiązku informacyjnego, stosownie do art. 13 ust. 4 lub art. 14 ust. 5 RODO treści oświadczenia Wykonawca nie ma obowiązku składać (w takim przypadku Wykonawca może usunąć treści oświadczenia np. przez jego wykreślenie, przekreślenie, itp.).*

1. Jednocześnie, zgodnie z treścią art. 225 ust. 2 ustawy oświadczam, że wybór niniejszej oferty:
   1. **nie będzie** prowadzić do powstania u Zamawiającego obowiązku podatkowego**4**
   2. **będzie** prowadzić do powstania u Zamawiającego obowiązku podatkowego zgodnie z przepisami o podatku od towarów i usług, w związku z tym:**4**
      1. …………………………………………………………………………………………………………………………………………………………………..**5**

**4** *Niepotrzebne skreślić. W przypadku nieskreślenia (nie wskazania) żadnej z ww. treści oświadczenia i niewypełnienia powyższego pola oznaczonego: „należy wskazać nazwę (rodzaj) towaru/usługi, których dostawa/świadczenie będzie prowadzić do jego powstania oraz ich wartość bez kwoty podatku od towarów i usług” – Zamawiający uzna, że wybór przedmiotowej oferty nie będzie prowadzić do powstania u Zamawiającego obowiązku podatkowego.*

**5** *W pkt. 14.2.1. należy wskazać: nazwę (rodzaj) towaru lub usługi, których dostawa lub świadczenie będą prowadziły do powstania obowiązku podatkowego, wartości towaru lub usługi objętego obowiązkiem podatkowym zamawiającego, bez kwoty podatku, stawkę podatku od towarów i usług, która zgodnie z wiedzą Wykonawcy, będzie miała zastosowanie.*

1. Zgodnie z Rozdz. IV.1. SWZ do oferty zostają załączone dokumenty:
   1. odpis lub informację z Krajowego Rejestru Sądowego, Centralnej Ewidencji i Informacji o Działalności Gospodarczej lub innego właściwego rejestru,
   2. pełnomocnictwo lub inny dokument potwierdzający umocowanie osoby działającej w imieniu Wykonawcy do jego reprezentowania, jeżeli oferta nie została podpisana przez osoby upoważnione do tych czynności dokumentem rejestracyjnym, o którym mowa w pkt. 15.1.,
   3. dowód wniesienia wadium,
   4. zobowiązanie podmiotów udostępniających zasoby do oddania Wykonawcy do dyspozycji niezbędnych zasobów na potrzeby realizacji danego zamówienia lub inny podmiotowy środek dowodowy potwierdzający, że Wykonawca realizując zamówienie będzie dysponował niezbędnymi zasobami, jeżeli Wykonawca powołuje się na zasoby innych podmiotów,
   5. aktualne na dzień składania ofert oświadczenie w formie jednolitego europejskiego dokumentu zamówienia (JEDZ)
   6. oświadczenie Wykonawców wspólnie ubiegających się o udzielenie zamówienia w zakresie wskazania, które usługi wykonają poszczególni Wykonawcy wspólnie ubiegający się o udzielenie zamówienia (członkowie konsorcjum).

*Świadom odpowiedzialności karnej oświadczam, że załączone do oferty dokumenty opisują stan prawny i faktyczny, aktualny na dzień złożenia oferty (art. 297 k.k.).*

**Załącznik nr 2 do SWZ – wzór Oświadczenia o braku podstaw wykluczenia**

Nazwa Wykonawcy: …………………………………………………………

Adres Wykonawcy: ………………………………………………………….

**Oświadczenie o braku podstaw wykluczenia**

**DPIZP.2610.30.2020**

Przystępując do udziału w postępowaniu o zamówienie publiczne na „Świadczenie usługi polegającej na zapewnieniu systemu ochrony przed wyciekiem informacji (DLP) i 300 godzin konsultacji na 36 miesięcy” oświadczam(-y), że na dzień złożenia niniejszego oświadczenia aktualne pozostają informacje zawarte w oświadczeniu, o którym mowa w art. 125 ust. 1 ustawy, tj. nie podlegam(-y) wykluczeniu na podstawie:

1. art. 108 ust. 1 pkt 3 ustawy,
2. art. 108 ust. 1 pkt 4 ustawy dotyczących orzeczenia zakazu ubiegania się o zamówienie publiczne tytułem środka zapobiegawczego,
3. art. 108 ust. 1 pkt 5 ustawy dotyczących zawarcia z innymi Wykonawcami porozumienia mającego na celu zakłócenie konkurencji,
4. art. 108 ust. 1 pkt 6 ustawy.

**Załącznik nr 3 do SWZ – wzór Oświadczenia o przynależności lub braku przynależności do tej samej grupy kapitałowej**

Nazwa Wykonawcy: …………………………………………………………

Adres Wykonawcy: ………………………………………………………….

**Oświadczenie o przynależności lub braku przynależności do tej samej grupy kapitałowej**

**DPIZP.2610.30.2020**

Przystępując do udziału w postępowaniu o zamówienie publiczne na „Świadczenie usługi polegającej na zapewnieniu systemu ochrony przed wyciekiem informacji (DLP) i 300 godzin konsultacji na 36 miesięcy” oświadczam(-y), że:

1. **nie należę(-ymy) do grupy kapitałowej** w rozumieniu ustawy z dnia 16 lutego 2007 r. o ochronie konkurencji i konsumentów   
   (Dz. U. z 2020 r., poz. 1076 ze zm.) **z żadnym z Wykonawców, którzy złożyli odrębną ofertę1/ofertę częściową1 w przedmiotowym postępowaniu** o udzielenie zamówienia publicznego**1**.
2. **należę(-ymy) do grupy kapitałowej** w rozumieniu ustawy z dnia 16 lutego 2007 r. o ochronie konkurencji i konsumentów   
   (Dz. U. z 2020 r., poz. 1076 ze zm.) **z następującymi Wykonawcami, którzy złożyli odrębną ofertę1/ofertę częściową1 w przedmiotowym postępowaniu** o udzielenie zamówienia publicznego**1**:

|  |  |  |
| --- | --- | --- |
| **Lp.** | **Nazwa podmiotu** | **Siedziba** |
| 1 |  |  |
| (…) |  |  |

Jednocześnie na potwierdzenie, że nasza oferta**1**/oferta częściowa**1** została przygotowana niezależnie od innego Wykonawcy należącego do tej samej grupy kapitałowej składam(-y) następujące informacje i/lub dokumenty:

………………………………………………………………………………………………………………………………………………

………………………………………………………………………………………………………………………………………………

………………………………………………………………………………………………………………………………………………

………………………………………………………………………………………………………………………………………………

………………………………………………………………………………………………………………………………………………

………………………………………………………………………………………………………………………………………………

………………………………………………………………………………………………………………………………………………

………………………………………………………………………………………………………………………………………………

………………………………………………………………………………………………………………………………………………

………………………………………………………………………………………………………………………………………………

**UWAGA:**

**1** niepotrzebne skreślić

**Załącznik nr 4 do SWZ – wzór Oświadczenia o podziale obowiązków w trakcie realizacji zamówienia**

**Oświadczenie o podziale obowiązków w trakcie realizacji zamówienia**

*(dotyczy Wykonawców wspólnie ubiegających się o udzielenie zamówienia)*

**DPIZP.2610.30.2020**

Działając w imieniu Wykonawców wspólnie ubiegających się o udzielenie zamówienia: ……………………………..**1**, przystępując do udziału w postępowaniu o zamówienie publiczne na „Świadczenie usługi polegającej na zapewnieniu systemu ochrony przed wyciekiem informacji (DLP) i 300 godzin konsultacji na 36 miesięcy” oświadczam(-y), że wyszczególnione poniżej dostawy/usługi zostaną zrealizowane zgodnie z poniższym:

1. Wykonawca ……………………………….**2** wykona następujące usługi/dostawy w ramach realizacji zamówienia:
   1. ………………………………………………………………………………………………………………………………………………………..
   2. ………………………………………………………………………………………………………………………………………………………..
   3. ………………………………………………………………………………………………………………………………………………………..
2. Wykonawca ……………………………….**2** wykona następujące usługi/dostawy w ramach realizacji zamówienia:
   1. ………………………………………………………………………………………………………………………………………………………..
   2. ………………………………………………………………………………………………………………………………………………………..
   3. ………………………………………………………………………………………………………………………………………………………..
3. Wykonawca ……………………………….**2** wykona następujące usługi/dostawy w ramach realizacji zamówienia:
   1. ………………………………………………………………………………………………………………………………………………………..
   2. ………………………………………………………………………………………………………………………………………………………..
   3. ………………………………………………………………………………………………………………………………………………………..

**UWAGA:**

**1** należy wpisać firmy wszystkich Wykonawców wspólnie ubiegających się o udzielenie zamówienia

**2** należy wpisać firmy i adresy poszczególnych Wykonawców wspólnie ubiegających się o udzielenie zamówienia

**Załącznik nr 5 do SWZ – wzór Oświadczenia – Wykaz usług**

*[warunek udziału w postępowaniu]*

Nazwa Wykonawcy: …………………………………………………………

Adres Wykonawcy: ………………………………………………………….

**Oświadczenie – Wykaz usług**

**DPIZP.2610.30.2020**

Przystępując do udziału w postępowaniu o zamówienie publiczne na „Świadczenie usługi polegającej na zapewnieniu systemu ochrony przed wyciekiem informacji (DLP) i 300 godzin konsultacji na 36 miesięcy”**,** składam(-y) wykaz usług wykonanych (wykonywanych) w okresie ostatnich trzech lat przed upływem terminu składania ofert, a jeżeli okres prowadzenia działalności jest krótszy - w tym okresie,na potwierdzenie spełniania warunku udziału w postępowaniu, o którym mowa w Rozdz. III.2. pkt 1.1.1. SWZ.

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| Lp. | Przedmiot wykonanych/wykonywanych usług  (*wg warunku udziału w postępowaniu*) | Wartość brutto usługi w zł  (*w przypadku gdy zakres usługi jest szerszy, należy podać wyłącznie wartość usługi odpowiadającej treści warunku udziału w postępowaniu w badanym zakresie, wg warunku udziału w postępowaniu*) | Podmiot na rzecz którego wykonano usługę  (nazwa i adres) | Daty wykonania | | Dowody | Informacje uzupełniające | |
| Od  dd-mm-rrrr | Do  dd-mm-rrrr | Zasoby innego podmiotu | Nazwa innego podmiotu |
| 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 |
| 1 |  |  |  |  |  |  |  |  |
| 2 |  |  |  |  |  |  |  |  |
| 3 |  |  |  |  |  |  |  |  |
| Uwaga do kol. 7:   1. Do wykazu należy dołączyć dowody potwierdzające, że powyższe usługi zostały wykonane lub są wykonywane należycie, tj.:    1. referencje bądź inne dokumenty wystawione przez podmiot, na rzecz którego usługi były wykonywane *lub są wykonywane należycie, z tym, że w odniesieniu do nadal wykonywanych usług okresowych lub ciągłych referencje bądź inne dokumenty powinny być wydane nie wcześniej niż 3 m-ce przed upływem terminu składania ofert;*    2. oświadczenie Wykonawcy - jeżeli z uzasadnionych przyczyn o obiektywnym charakterze Wykonawca nie jest w stanie uzyskać dokumentów, o którym mowa wyżej w pkt 1.1; 2. Należy wpisać nazwę dowodu (dokumentu) potwierdzającego, że usługi zostały wykonane lub są wykonywane należycie (podać numer strony);   Uwaga do kol. 8:   1. Zaznaczyć „TAK", tylko w przypadku, gdy Wykonawca polega na zasobach innego podmiotu dla wykazania spełniania warunku udziału; 2. *Dla wykazania spełniania warunku udziału w postępowaniu, opisanego w Rozdz. III.2. pkt 1.4.SIWZ, Wykonawca może polegać, na zasadach określonych w art. 118 Ustawy. W tym celu Wykonawca składa dokumenty i oświadczenia zgodnie z* zasadami *określonymi w Rozdz. IV.5. SIWZ.* | | | | | | | | |

**Załącznik nr 6 do SWZ – wzór Oświadczenia — Wykaz osób**

*[warunek udziału w postępowaniu]*

Nazwa Wykonawcy: …………………………………………………………

Adres Wykonawcy: ………………………………………………………….

**Oświadczenie – Wykaz osób**

**skierowanych przez Wykonawcę do realizacji zamówienia publicznego**

**DPiZP.2610.30.2020**

Przystępując do udziału w postępowaniu o zamówienie publiczne na „Świadczenie usługi polegającej na zapewnieniu systemu ochrony przed wyciekiem informacji (DLP) i 300 godzin konsultacji na 36 miesięcy”**,** składam(-y) wykaz osób, które skieruję(-emy) do realizacji niniejszego zamówienia, na potwierdzenie spełniania warunku udziału w postępowaniu, o którym mowa w Rozdz. III.2. pkt 1.1.2 SWZ:

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Lp** | **Imię i Nazwisko** | **Informacja na temat kwalifikacji zawodowych, uprawnień, doświadczenia i wykształcenia niezbędnych do wykonania zamówienia** | **Zakres czynności wykonywanych w ramach umowy** | **Dysponujemy osobą na podstawie art. 118 Prawa zamówień publicznych**  (informacja o podstawie dysponowania wykazanymi osobami) |
|  |  |  |  | tak/nie\*  *\*niewłaściwe skreślić* |
|  |  |  |  | tak/nie\*  *\*niewłaściwe skreślić* |
|  |  |  |  | tak/nie\*  *\*niewłaściwe skreślić* |
|  |  |  |  | tak/nie\*  *\*niewłaściwe skreślić* |
|  |  |  |  | tak/nie\*  *\*niewłaściwe skreślić* |