**Załącznik nr 6 do SWZ – wzór Oświadczenia – Wykaz osób**

*[warunek udziału w postępowaniu]*

Nazwa Wykonawcy: …………………………………………………………

Adres Wykonawcy: ………………………………………………………….

**Oświadczenie – Wykaz osób**

**DPIZP.2610.15.2022**

Przystępując do udziału w postępowaniu o zamówienie publiczne na **„Zakup i wdrożenie systemu do zarządzania podatnościami „Vulnerability Management – VM” w środowisku hybrydowym”**składam(-y) wykaz osób, które będą uczestniczyć w realizacji zamówienia, na potwierdzenie spełniania warunku udziału w postępowaniu, o którym mowa w Rodz. III pkt 1.1.2. SWZ:

* + - 1. **Dwie osoby, łącznie spełniające poniższe wymagania:**

| Wymagania Zamawiającego wskazane w Rozdziale III pkt 1.1.2. SWZ | **Wypełnia Wykonawca** |
| --- | --- |

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| **Dwie osoby,** która posiadają łącznie specjalistyczne kwalifikacje potwierdzone dwoma certyfikatami na najwyższym poziomie wydawanymi przez producenta oferowanego rozwiązania, tj.:   1. **certyfikat obejmujący projektowanie i wdrażanie oferowanego rozwiązania, a w szczególności:** 2. projektowanie i wdrażanie rozwiązania w środowisku IT, 3. optymalizacja środowiska w zakresie skanowania w celu uzyskania optymalnej jakości i wydajności, 4. konfiguracja bezpiecznego skanowania zasobów IT bez konieczności zarządzania danymi uwierzytelniającymi, 5. optymalizacja wymagań dotyczących raportowania zgodności i śledzenia; 6. prioretyzacja działań naprawczych, 7. zwiększanie efektywności przepływów pracy w aspekcie zarządzania podatnościami poprzez automatyzację, 8. **certyfikat obejmujący wykonywanie pentestów dla oferowanego rozwiązania, a w szczególności:** 9. projektowanie, uruchamianie i skalowanie oprogramowania w środowisku IT, 10. definiowanie zakresu skanów środowisk IT, 11. odnajdywanie i wykorzystywanie podatnych na ataki urządzeń w środowisku IT, 12. uzyskiwanie dostępu do środowisk IT za pomocą predefiniowanych narzędzi wykorzystujących luki, 13. przejmowanie kontroli nad środowiskami IT za pomocą predefiniowanych narzędzi do przechwytywania sesji, 14. zbieranie i generowanie informacji i raportów z odkrytych podatności/luk w zabezpieczeniach posiadających exploity.   - **przy czym każda z tych osób posiada co najmniej jeden z wyżej wymienionych certyfikatów**. | 1. | 1.1 | **Imię i Nazwisko** | | |  |
| 1.2 | **Posiadany certyfikat** | 1.2.1 | Nazwa certyfikatu i poziom certyfikatu |  |
| 1.2.2 | Podmiot wydający certyfikat |  |
| 1.2.3 | Nr certyfikatu  *[o ile dotyczy]* |  |
| 1.2.4 | Data ważności certyfikatu  [DD-MM-RRRR]  *[o ile dotyczy]* |  |
| 1.2.5 | Obszar rozwiązań i technologii potwierdzający poziom certyfikatu |  |
| 1.3 | **Podstawa dysponowania osobą** | 1.3.1 | Dysponowanie bezpośrednie |  |
| 1.3.2 | Dysponowanie osobą na podstawie art. 118 ustawy – Prawo zamówień publicznych |  |
| 2. | 2.1 | **Imię i Nazwisko** | | |  |
| 2.2 | **Posiadany certyfikat** | 2.2.1 | Nazwa certyfikatu i poziom certyfikatu |  |
| 2.2.2 | Podmiot wydający certyfikat |  |
| 2.2.3 | Nr certyfikatu  *[o ile dotyczy]* |  |
| 2.2.4 | Data ważności certyfikatu  [DD-MM-RRRR]  *[o ile dotyczy]* |  |
| 2.2.5 | Obszar rozwiązań i technologii potwierdzający poziom certyfikatu |  |
| 2.3 | Podstawa dysponowania osobą | 2.3.1 | Dysponowanie bezpośrednie |  |
| 2.3.2 | Dysponowanie osobą na podstawie art. 118 ustawy – Prawo zamówień publicznych |  |