**Znak postępowania:**

**Zał. Nr1b do SWZ**

|  |  |
| --- | --- |
| **Gmina Międzybórz**ul. Kolejowa 1356-513 Międzybórztel. (62) 785 60 19 fax (62) 785 60 19 |  |
| **Nr referencyjny nadany sprawie przez Zamawiającego**  |  |

**Szczegółowy Opis Przedmiotu Zamówienia**

**Część numer 2**

1. **Usługa wykonania audytu cyberbezpieczeństwa oraz szkolenia dla urzędników w zakresie cyberbezpieczeństwa i cyberzagrożen:**
2. **Audyt cyberbezpeiczeństwa**

„Audyt cyberbezpieczeństwa w projekcie Cyfrowa Gmina w ramach Działania 5.1 Rozwój cyfrowy JST oraz wzmocnienie cyfrowej odporności na zagrożenia”

Szczegółowy zakres przedmiotu zamówienia zawiera formularz informacji związanych z przeprowadzeniem diagnozy cyberbezpieczeństwa stanowiący załącznik nr 8 konkursu grantowego

Audyt musi zostać przeprowadzony przez osobę posiadająca uprawnienia wykazane w Rozporządzeniu Ministra Cyfryzacji z dnia 12 października 2018 r. w sprawie wykazu certyfikatów uprawniających do przeprowadzenia audytu w rozumieniu art. 15 ustawy z dnia 5 lipca 2018 r. o krajowym systemie cyberbezpieczeństwa.

Wykaz certyfikatów wskazanych w w/w rozporządzeniu znajduje się poniżej:

1. Certified Internal Auditor (CIA)

2. Certified Information System Auditor (CISA)

3. Certyfikat audytora wiodącego systemu zarządzania bezpieczeństwem informacji według normy PN-EN ISO/IEC 27001 wydany przez jednostkę oceniającą zgodność, akredytowaną zgodnie z przepisami ustawy z dnia 13 kwietnia 2016 r. o systemach oceny zgodności i nadzoru rynku (Dz. U. z 2017 r. poz. 1398 oraz z 2018 r. poz. 650 i 1338), w zakresie certyfikacji osób

4.Certyfikat audytora wiodącego systemu zarządzania ciągłością działania PN-EN ISO 22301 wydany przez jednostkę oceniającą zgodność, akredytowaną zgodnie z przepisami ustawy z dnia 13 kwietnia 2016 r. o systemach oceny zgodności i nadzoru rynku, w zakresie certyfikacji osób

5. Certified Information Security Manager (CISM)

6. Certified in Risk and Information Systems Control (CRISC)

7. Certified in the Governance of Enterprise IT (CGEIT)

8. Certified Information Systems Security Professional (CISSP)

9. Systems Security Certified Practitioner (SSCP)

10. Certified Reliability Professional

11. Certyfikaty uprawniające do posiadania tytułu ISA/IEC 62443 Cybersecurity Expert

1. **Szkolenia dla urzędników w zakresie cyberbezpieczeństwa i cyberzagrożeń**

Szkolenie powinno zawierać tematy z zakresu:

* phishingu (fałszywe maile, podszywanie się, próby wyłudzenia),
* vishingu (telefoniczne i SMS-owe próby wyłudzeń),
* socjotechniki wykorzystywane przez przestępców,
* praca z wykorzystaniem nieszyfrowanych połączeń wifi,
* malware, ransomware - złośliwe oprogramowanie, szpiegujące, szyfrujące, wymuszające okup,
* używanie silnych haseł, różniących się od siebie,
* praca z przeglądarką internetową (szyfrowane strony; komunikaty; zapamiętywanie haseł; niepoprawne, podobne adresy stron internetowych),
* posiadanie antywirusa i obserwowanie jego komunikatów,
* archiwizacja i szyfrowanie danych,
* niezapisywanie haseł przy biurku,
* przenoszenie komputera służbowego,

**Szkolenie dla urzędników musi zostać przeprowadzone dla dwóch grup po 14 osób. Szkolenie przeprowadzone w formie stacjonarnej w siedzibie Zamawiającego bądź w formie online. Czas trwania szkolenia minimum 3 godziny zegarowe dla każdej grupy.**