**Załącznik nr 1 do Umowy nr**

**Umowa powierzenia przetwarzania danych osobowych**

**zawarta w dniu ……………… w Częstochowie
(dalej zwana także – „Umową Powierzenia”).**

pomiędzy:

Agencją Restrukturyzacji i Modernizacji Rolnictwa z siedzibą w Warszawie przy al. Jana Pawła II nr 70, 00-175 Warszawa, REGON nr 010613083, zarejestrowanym podatnikiem podatku od towarów i usług, NIP 526-19-33-940, zwaną w dalszej części umowy **„Zamawiającym” lub „Administratorem”**, reprezentowaną przez:

1. ………………..- Dyrektor Śląskiego Oddziału Reginalnego Agencją Restrukturyzacji i Modernizacji Rolnictwa w Częstochowie na podstawie pełnomocnictwa ……………………………………………………..
2. ……………….. Kierownika Biura Finansowo – Księgowego Księgowego Śląskiego Oddziału Reginalnego Agencją Restrukturyzacji i Modernizacji Rolnictwa
w Częstochowie na podstawie pełnomocnictwa ………………………………………

a

zwanych łącznie „Stronami”

**§ 1**

**Powierzenie przetwarzania danych osobowych.**

W celu wykonania Umowy nr z dnia …………… (dalej zwana także – „Umową”) zawartej pomiędzy wyżej wymienionymi Stronami, Zamawiający powierza Wykonawcy
w trybie art. 28 Rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych) (ogólne rozporządzenie
o ochronie danych) (Dz. Urz. UE L 119 z 04.05.2016, str. 1, Dz. Urz. UE L 127 z 23.05.2018, str. 2 oraz Dz. Urz. UE L 74 z 04.03.2021, str. 35) zwanego również „Rozporządzenie” lub „ogólne rozporządzenie o ochronie danych”, przetwarzanie danych osobowych znajdujących się w zbiorze/zbiorach: Zamawiającego, a Wykonawca zobowiązuje się do przetwarzania powierzonych danych osobowych w powyższym celu, w zakresie i w sposób niezbędny do wykonania Umowy.

1. Wykonawca zapewnia wystarczające gwarancje wdrożenia odpowiednich środków technicznych i organizacyjnych, by przetwarzanie spełniało wymogi ogólnego rozporządzenia o ochronie danych i chroniło prawa osób, których te dane dotyczą. Wykonawca zobowiązuje się do przekazania Administratorowi - celem spełnienia wymogu rozliczalności - niezbędnych informacji i dokumentów lub innych dowodów potwierdzających realizację obowiązku, o którym mowa w zdaniu pierwszym.
2. Na podstawie Umowy powierzenia przetwarzania danych osobowych Strony określają jej przedmiot w następujący sposób:
3. Zamawiający powierza Wykonawcy przetwarzanie danych osobowych
w zakresie[[1]](#footnote-2):
	1. charakter przetwarzania: **forma papierowa, forma elektroniczna/ ręczne, półautomatycznie /systematyczne/**
	2. kategoria osób, których dane dotyczą: **dane beneficjenta**
	3. rodzaj danych osobowych: **dane zwykłe**
4. Zamawiający powierza Wykonawcy przetwarzanie danych osobowych poprzez wykonanie następujących operacji na powierzonych danych osobowych[[2]](#footnote-3):
5. **Opracowanie, tj. analizowanie,**
6. Dane osobowe będą przekazane Wykonawcy przez Zamawiającego w Częstochowie przy ul. Jana II Sobieskiego 7, w następujący sposób[[3]](#footnote-4): **wielokrotnie/papierowo/elektronicznie/protokół odbioru.** Fakt każdorazowego przekazania danych osobowych Wykonawcy przez Zamawiającego potwierdzać będzie na piśmie upoważniony pełnomocnik Wykonawcy.
7. Dane osobowe zostaną przekazane przez Zamawiającego po dostarczeniu mu przez Wykonawcę wykazu obszarów przetwarzania, przez który należy rozumieć wykaz budynków, pomieszczeń lub części pomieszczeń, w których powierzone dane będą przetwarzane. Wykaz obszarów przetwarzania będzie aktualizowany przez Wykonawcę, który w terminie 3 dni po każdej zmianie obszarów przetwarzania powierzonych danych jest obowiązany dostarczyć Zamawiającemu nowy wykaz obszarów ich przetwarzania.
8. Strony ustalają, że odwołanie przez Wykonawcę umocowania udzielonego pełnomocnikowi, o którym mowa w ust. 4 dokonywane będzie na piśmie. O każdorazowym odwołaniu wskazanego powyżej upoważnienia Wykonawca zobowiązany jest niezwłocznie poinformować Zamawiającego w formie pisemnej.
9. Wykonawca zobowiązuje się przetwarzać dane osobowe wyłącznie
na udokumentowane polecenie Administratora, chyba że obowiązek taki nakłada
na niego prawo Unii lub prawo państwa członkowskiego. W przypadku, gdy obowiązek przetwarzania danych osobowych przez Wykonawcę wynika z obowiązujących przepisów prawa unijnego lub krajowego, Wykonawca informuje Administratora
na piśmie lub drogą elektroniczną, na adresy wskazane w § 7 ust. 4 Umowy Powierzenia – przed rozpoczęciem przetwarzania – o tym obowiązku prawnym, o ile prawo
to nie zabrania udzielania takiej informacji z uwagi na ważny interes publiczny.
10. Wykonawca zobowiązuje się niezwłocznie informować Administratora, jeżeli jego zdaniem wydane mu polecenie, o którym mowa w ust. 7 stanowi naruszenie ogólnego rozporządzenia o ochronie danych lub innych przepisów Unii lub państwa członkowskiego o ochronie danych. Informacja ta powinna zawierać wskazanie przepisu prawa, który w ocenie Wykonawcy został naruszony i uzasadnienie oraz powinna być przekazana na piśmie lub drogą elektroniczną, na adres Administratora wskazany w § 7 ust. 4 Umowy Powierzenia.

**§ 2**

**Zasady przetwarzania powierzonych danych osobowych.**

1. Zamawiający jest administratorem danych osobowych w rozumieniu przepisów ogólnego rozporządzenia o ochronie danych.
2. Stosownie do przepisów ogólnego rozporządzenia o ochronie danych, Zamawiający powierza, a Wykonawca przyjmuje do przetwarzania dane osobowe wyłącznie w celu
i zakresie niezbędnym do wykonania Umowy, o której mowa w § 1 ust. 1 Umowy Powierzenia.
3. Wykonawca nie jest uprawniony do dalszego przekazywania (tzw. podpowierzania) danych osobowych uzyskanych od Zamawiającego w trybie powierzenia.
4. Wykonawca zobowiązuje się przetwarzać powierzone mu dane osobowe zgodnie
z Umową powierzenia, ogólnym rozporządzeniem o ochronie danych oraz z innymi przepisami prawa powszechnie obowiązującego, które chronią prawa osób, których dane dotyczą.
5. Wykonawca zobowiązuje się wykonać wszelkie czynności i zobowiązania wynikające z Umowy Powierzenia i  ogólnego rozporządzenia o ochronie danych z najwyższą starannością.
6. W przypadku wystąpienia zagrożeń mogących mieć wpływ na odpowiedzialność Zamawiającego za przetwarzanie powierzonych danych osobowych, Wykonawca zobowiązuje się niezwłocznie zawiadomić o tych zagrożeniach Zamawiającego
i podjąć wszelkie działania niezbędne dla usunięcia tych zagrożeń oraz natychmiast zawiadomić Zamawiającego o podjętych działaniach.
7. Wykonawca zobowiązuje się niezwłocznie, ale nie później niż w ciągu
3 dni roboczych (rozumianych jako dni od poniedziałku do piątku, za wyjątkiem
dni ustawowo wolnych od pracy) do informowania Administratora o jakimkolwiek postępowaniu (w tym sądowym lub administracyjnym), którego przedmiot stanowi przetwarzanie powierzonych danych osobowych, o jakiejkolwiek decyzji administracyjnej lub rozstrzygnięciu odnoszącym się do przetwarzania tych danych, skierowanym do Wykonawcy, a także o wszelkich zaplanowanych lub prowadzonych kontrolach i inspekcjach u Wykonawcy, dotyczących przetwarzania powierzonych danych.
8. W przypadku wszczęcia przeciwko Zamawiającemu przez osobę trzecią jakiegokolwiek postępowania (w szczególności administracyjnego lub sądowego) opartego na twierdzeniu, że przetwarzanie powierzonych danych osobowych nastąpiło z naruszeniem przepisów Rozporządzenia, przepisów prawa krajowego wprowadzonych na mocy Rozporządzenia oraz innych przepisów prawa powszechnie obowiązującego, chroniących prawa osób, których dane dotyczą, Wykonawca zobowiązuje się na żądanie Zamawiającego do udzielenia Zamawiającemu wszelkich informacji i wyjaśnień oraz przekazania Zamawiającemu wszelkich dokumentów wymaganych przez Zamawiającego, potrzebnych mu do wzięcia udziału
w tym postępowaniu. Wykonawca niniejszym zobowiązuje się do zapewnienia Zamawiającemu na swój koszt ochrony sądowej oraz do poniesienia konsekwencji zapadłego wyroku sądowego.
9. Wykonawca zobowiązuje się do udostępniania Administratorowi wszelkich informacji niezbędnych do wykazania spełnienia obowiązków określonych w art. 28 Rozporządzenia oraz umożliwiania Administratorowi lub audytorowi upoważnionemu przez Administratora przeprowadzanie audytów, w tym inspekcji i przyczynianie
się do nich.

**§ 3**

**Zabezpieczenie powierzonych danych osobowych.**

1. Wykonawca oświadcza, że będzie przetwarzał powierzone dane osobowe
przy użyciu urządzeń i systemów informatycznych zapewniających odpowiedni poziom bezpieczeństwa przetwarzania, o którym mowa w art. 32 ogólnego rozporządzenia o ochronie danych, odpowiadający ryzyku naruszenia praw
lub wolności osób fizycznych, których powierzone dane dotyczą.
2. Wykonawca zobowiązuje się spełnić warunki, w tym podjąć środki zabezpieczające powierzone dane osobowe, o których mowa w art. 32 ogólnego rozporządzenia
o ochronie danych. W szczególności Wykonawca zobowiązuje się do:
	1. zapewnienia kontroli nad prawidłowością przetwarzania powierzonych danych osobowych,
	2. zastosowania odpowiednich środków technicznych i organizacyjnych zapewniających ochronę przetwarzanych danych osobowych, a w szczególności zabezpieczenia powierzonych danych osobowych przed ich udostępnieniem osobom nieupoważnionym, zabraniem przez osobę nieuprawnioną, przypadkową lub niezgodną z prawem modyfikacją, utratą, zniszczeniem lub uszkodzeniem,
	3. dopuszczenia do obsługi systemu informatycznego oraz urządzeń wchodzących w jego skład służących do przetwarzania powierzonych danych osobowych wyłącznie osób, których dostęp do danych osobowych jest niezbędny dla realizacji Umowy i posiadających wydane przez niego upoważnienie,
	4. prowadzenia aktualnej ewidencji osób upoważnionych do przetwarzania powierzonych danych osobowych,
	5. zapewnienia, aby osoby upoważnione do przetwarzania powierzonych danych osobowych zachowały je w tajemnicy także po wygaśnięciu niniejszej Umowy Powierzenia, między innymi poprzez poinformowanie tych osób o prawnych konsekwencjach naruszenia poufności powierzonych danych osobowych i wykorzystania tych danych niezgodnie z przeznaczeniem oraz odebranie
	od tych osób oświadczeń o zachowaniu w tajemnicy wskazanych danych osobowych,
	6. niewykorzystywania powierzonych danych osobowych dla celów innych
	niż wykonywanie Umowy, o której mowa w §1 ust. 1 Umowy Powierzenia,
	7. uwzględniając charakter przetwarzania, pomagania Administratorowi poprzez odpowiednie środki techniczne i organizacyjne wywiązać się z obowiązku odpowiadania na żądania osoby, której dane dotyczą w zakresie wykonywania jej praw określonych w rozdziale III ogólnego rozporządzenia o ochronie danych,
	8. uwzględniając charakter przetwarzania oraz dostępne mu informacje, pomagania Administratorowi wywiązać się z obowiązków określonych w art. 32-36 ogólnego rozporządzenia o ochronie danych,
	9. w razie stwierdzenia naruszenia ochrony danych osobowych, zawiadomienia Zamawiającego o takim naruszeniu niezwłocznie (na piśmie i drogą elektroniczną, na adresy wskazane w §7 ust. 4 Umowy Powierzenia), lecz nie później niż w ciągu 12 godzin od jego wykrycia. Zawiadomienie o stwierdzeniu naruszenia powinno zostać przesłane Administratorowi wraz z niezbędną dokumentacją odnoszącą się do naruszenia - w szczególności opisującą charakter naruszenia ochrony danych osobowych, jego skalę, możliwe konsekwencje naruszenia ochrony danych, czas zdarzenia, osoby odpowiedzialne i osoby poszkodowane - celem umożliwienia Administratorowi spełnienia obowiązku powiadomienia organu nadzoru,
	10. prowadzenia w formie pisemnej (w tym elektronicznej) rejestru wszystkich kategorii czynności przetwarzania, dokonywanych w imieniu Zamawiającego.

**§ 4**

**Nadzór nad wykonywaniem Umowy Powierzenia.**

1. Zamawiający jest uprawniony w każdym czasie do przeprowadzania audytów sposobu wykonywania Umowy Powierzenia przez Wykonawcę, w tym sprawdzania czy środki techniczne i organizacyjne zabezpieczające przetwarzanie powierzonych danych, zastosowane przez Wykonawcę, odpowiadają ryzyku naruszenia praw lub wolności osób, których dane dotyczą. Ponadto Zamawiający ma prawo dokonać weryfikacji, czy Wykonawca przetwarzając powierzone dane osobowe przestrzega przepisów ogólnego rozporządzenia o ochronie danych oraz innych mających zastosowanie przepisów w zakresie, w jakim ewentualne naruszenie tych przepisów mogłoby prowadzić do ponoszenia odpowiedzialności przez Zamawiającego, w tym zagrażało bezpieczeństwu powierzonych danych osobowych lub naruszało prawa osób trzecich.
2. W celu wykonania audytu upoważnieni pracownicy Zamawiającego mają prawo:
3. wstępu do obszarów przetwarzania powierzonych danych osobowych
(m.in. pomieszczeń) i przeprowadzania czynności audytowych,
4. pozyskania informacji o sposobie przetwarzania powierzonych danych,
5. żądania od Wykonawcy udostępnienia dokumentów, złożenia pisemnych i ustnych wyjaśnień w celu ustalenia stanu faktycznego,
6. przeprowadzania oględzin urządzeń, nośników oraz systemów informatycznych Wykonawcy służących do przetwarzania powierzonych danych osobowych,
7. [[4]](#footnote-5).…………………………………………………………………………………...
8. Z czynności audytowych przeprowadzający audyt pracownicy Zamawiającego sporządzają protokół w dwóch egzemplarzach – podpisany przez przedstawicieli obu Stron – z których jeden egzemplarz doręcza się Wykonawcy.
9. Wykonawca zapewnia możliwość niezwłocznego przeprowadzenia czynności audytowych przez Zamawiającego w każdym z obszarów przetwarzania
powierzonych danych osobowych. Osoby uprawnione do przeprowadzenia audytu mają prawo niezwłocznego wstępu do obszarów przetwarzania powierzonych danych osobowych, w dniach i w godzinach wykonywania pracy u Wykonawcy,
na ustne żądanie skierowane do osób zapewniających ochronę fizyczną
wraz z okazaniem upoważnienia do przeprowadzenia audytu.
10. W przypadku ujawnienia okoliczności uznanych przez Zamawiającego
za nieprawidłowości w zakresie wykonywania Umowy Powierzenia lub ogólnego rozporządzenia o ochronie danych, Wykonawca zobowiązuje się do ich usunięcia
w wyznaczonym przez Zamawiającego terminie. W razie niezastosowania się przez Wykonawcę do wydanych mu poleceń, w tym m.in. w przypadku nieusunięcia przez Wykonawcę wskazanej mu nieprawidłowości w wyznaczonym terminie, Zamawiający może naliczyć Wykonawcy karę umowną w wysokości 10000,00 zł (słownie: dziesięć tysięcy złotych złotych) za każdy przypadek stwierdzonej
i nieusuniętej w terminie nieprawidłowości.
11. Jeżeli nieprawidłowości wskazane w ust. 5 zostaną ponownie ujawnione, Zamawiający może naliczyć Wykonawcy karę umowną w wysokości wskazanej
w ust. 5 bez wyznaczania terminu do usunięcia tych nieprawidłowości.
12. W przypadku naliczenia kary umownej, Zamawiający może według własnego wyboru:
13. potrącać karę umowną z łącznego wynagrodzenia za wykonanie Umowy, o której mowa w § 1 ust. 1 Umowy Powierzenia.
14. skorzystać z zabezpieczenia należytego wykonania Umowy, o której mowa
w § 1 ust. 1 Umowy Powierzenia.
15. wezwać Wykonawcę do zapłaty kary umownej w terminie 14 dni od dnia doręczenia pisemnego wezwania do jej zapłaty.

**§ 5**

**Przetwarzanie powierzonych danych osobowych**

**po wygaśnięciu Umowy Powierzenia.**

1. Umowa Powierzenia wygasa z upływem 14 dni od dnia wykonania, rozwiązania, wygaśnięcia, unieważnienia lub odstąpienia od Umowy, o której mowa w § 1 ust. 1 Umowy Powierzenia.
2. W przypadku wystąpienia okoliczności, o której mowa w ust. 1, Wykonawca zobowiązuje się niezwłocznie, nie później jednak niż w terminie 14 dni od dnia wystąpienia tej okoliczności, trwale usunąć wszelkie powierzone mu na podstawie Umowy Powierzenia dane osobowe oraz wszelkie ich istniejące kopie, w tym skutecznie usunąć te dane z nośników elektronicznych pozostających w jego dyspozycji lub zwrócić dane, chyba że prawo Unii lub prawo państwa członkowskiego nakazują dalej przechowywanie danych osobowych. Zamawiający celem zweryfikowania wykonania przez Wykonawcę zobowiązań wskazanych w zdaniu pierwszym niniejszego ustępu uprawniony jest do przeprowadzenia audytu na zasadach wskazanych w §4 ust. 1-4 Umowy Powierzenia.
3. Powierzenie przetwarzania danych osobowych trwa do upływu terminu wskazanego
w ust. 1.
4. Celem usunięcia wątpliwości Strony ustalają, że pomimo wygaśnięcia Umowy Powierzenia zachowują moc obowiązującą wszelkie postanowienia nakładające
lub mogące nałożyć na Wykonawcę jakiekolwiek zobowiązanie względem Zamawiającego, po terminie wygaśnięcia Umowy Powierzenia, w tym
m.in. postanowienia §2 ust. 8, §5 ust. 2 i §5 ust. 5 Umowy Powierzenia.
5. W przypadku niewykonania przez Wykonawcę zobowiązania wynikającego z treści §5 ust. 2 Umowy Powierzenia Zamawiający uprawniony jest do naliczenia Wykonawcy kary umownej w wysokości 10 000,00 zł (słownie: dziesięć tysięcy złotych).
W przypadku naliczenia kary umownej wskazanej w zdaniu pierwszym niniejszego ustępu stosuje się odpowiednio postanowienia §4 ust. 7 Umowy Powierzenia.
6. W przypadku naruszenia przez Wykonawcę zobowiązania, o którym mowa w § 3 ust. 2 pkt 5, Zamawiający uprawniony jest do naliczenia Wykonawcy kary umownej
w wysokości 10 000,00 zł (słownie: dziesięć tysięcy złotych) za każdy przypadek naruszenia. W przypadku naliczenia kary umownej wskazanej w zdaniu pierwszym niniejszego ustępu stosuje się odpowiednio postanowienia § 4 ust. 7 Umowy Powierzenia.
7. Jeżeli na skutek niewykonania lub nienależytego wykonania Umowy Powierzenia powstanie szkoda przewyższająca zastrzeżoną karę umowną, o której mowa
w § 4 ust. 5 i § 5 ust. 5 Umowy Powierzenia, Zamawiającemu, oprócz tej kary, przysługuje prawo do dochodzenia odszkodowania uzupełniającego. Jeżeli szkoda powstanie z innych przyczyn, niż te, ze względu na które zastrzeżono karę umowną, Zamawiającemu przysługuje prawo do dochodzenia odszkodowania na zasadach ogólnych Kodeksu cywilnego.

**§ 6**

**Wykonywanie Umowy Powierzenia.**

1. Wynagrodzenie z tytułu wykonania Umowy Powierzenia zawarte jest w wynagrodzeniu przewidzianym dla Wykonawcy w § 5 ust. 3 Umowy.
2. Wykonanie Umowy Powierzenia nie może być podstawą dodatkowych roszczeń Wykonawcy wobec Zamawiającego.
3. Uprawnienie Zamawiającego względem Wykonawcy do kary umownej
oraz odszkodowań wskazanych w niniejszej Umowie Powierzenia nie wyłącza odpowiedzialności Wykonawcy w przypadku wystąpienia zdarzenia, o którym mowa w § 2 ust. 8 niniejszej Umowy Powierzenia.

**§ 7**

**Postanowienia końcowe.**

1. Wszelkie zmiany Umowy Powierzenia dokonywane będą w formie pisemnej
pod rygorem nieważności.
2. W sprawach nieuregulowanych Umową Powierzenia mają zastosowanie
w szczegól­ności przepisy Kodeksu cywilnego oraz przepisy ogólnego rozporządzenia o ochronie danych.
3. Sądem właściwym dla rozstrzygania sporów powstałych w związku z zawarciem
lub wykonywaniem Umowy Powierzenia jest sąd powszechny właściwy
dla siedziby Zamawiającego.
4. Wszelka korespondencja w sprawach związanych z Umową Powierzenia będzie kierowana do:
5. Administratora na następujące dane kontaktowe: adres korespondencyjny: Centrali Agencji Restrukturyzacji i Modernizacji Rolnictwa ul. Poleczki 33, 02-822 Warszawa,
6. Wykonawcy na następujące dane kontaktowe: adres (…………………), tel. (…………………………)
7. Dane przedstawicieli Stron:

a) Administratora w kontaktach z Wykonawcą w zakresie ustaleń Umowy Powierzenia reprezentować będą następujące osoby: \_\_\_\_\_ mailowo pod adresem iod@arimr.gov.pl, a także pocztą tradycyjną na adres korespondencyjny Centrali Agencji Restrukturyzacji i Modernizacji Rolnictwa ul. Poleczki 33, 02-822 Warszawa z dopiskiem „do inspektora Ochrony Danych Osobowych”;

b) Wykonawcę w kontaktach z Administratorem w zakresie ustaleń Umowy Powierzenia reprezentować będą następujące osoby: (………………………………………………)

1. Zmiana adresów i danych osób wskazanych w ust. 4 i 5 nie stanowi zmiany Umowy Powierzenia. O każdej zmianie powyższych danych Strony powiadomią się na piśmie,
za potwierdzeniem odbioru lub drogą elektroniczną.
2. Umowa Powierzenia wchodzi w życie z dniem jej podpisania przez Strony.
3. Umowę Powierzenia sporządzono w 4 jednobrzmiących egzemplarzach – 1 dla Zamawiającego i 3 dla Wykonawcy.

ZAMAWIAJĄCY WYKONAWCA

……………………………. …………………………

1. Należy dokładnie określić: charakter przetwarzania (tj. zespół cech właściwych całemu procesowi
lub poszczególnych operacji przetwarzania, np. przetwarzanie danych może odbywać się elektronicznie
lub w formie papierowej, w sposób zautomatyzowany, półautomatycznie lub ręcznie; przetwarzanie danych może odbywać się także w sposób ciągły, systematyczny lub sporadyczny; charakter (operacji) przetwarzania
danych to sposób ich dokonywania – częstotliwość/powtarzalność, czasowość, długoterminowość, masowość
z uwzględnieniem zastosowanych technologii); kategorię osób, których dane dotyczą (tj. informacje dotyczące charakterystyki określonej grupy podmiotów danych, np. dane pracowników Administratora, dane producenta rolnego/beneficjenta); rodzaj danych osobowych (np. dane zwykłe lub dane szczególnych kategorii,
o których mowa w art. 9 ogólnego rozporządzenia o ochronie danych lub dane z art. 10 ogólnego rozporządzenia o ochronie danych, w postaci: np. imienia i nazwiska, adresu zamieszkania, nr PESEL, nr telefonu, nr producenta rolnego, nr działki ewidencyjnej). [↑](#footnote-ref-2)
2. Należy dokładnie określić rodzaj wykonywanych operacji na powierzonych danych osobowych, np. utrwalanie (tj. kopiowanie, zapisywanie), przechowywanie (tj. archiwizowanie, wykonywanie kopii bezpieczeństwa, zapisywanie na nośnikach danych i w pamięci komputerów), opracowywanie (tj. analizowanie, porównywanie, testowanie), zmienianie (tj. modyfikowanie, dezintegrowanie), usuwanie (tj. kasowanie z nośników danych
i pamięci komputerów, niszczenie danych) itp. [↑](#footnote-ref-3)
3. Należy określić czy dane zostaną przekazane jednorazowo czy wielokrotnie; na jakich nośnikach, a także należy wskazać w jaki sposób będzie to dokumentowane. Dane osobowe mogą być przekazywane tylko w sposób zapewniający ich integralność. [↑](#footnote-ref-4)
4. 4 Wymienić inne uprawnienia upoważnionych pracowników Zamawiającego, związane z wykonaniem audytu,
np. uczestniczenie w procesie migracji danych osobowych. [↑](#footnote-ref-5)